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SAFE is the most ideal platform for developing applications of enterprises and institutions
implementing the “Blockchain+” strategy. This white paper details its development, R&D team,
business value, system architecture and technical schemes which are in updating and iteration.
The latest version is available at anwang.com.

1 s
1. Introduction

%M (Anwang.com) J&HIFTINIL SAFE Jeg ot Ay Loy, e XKHRBE RN H 22
S AFEAL PRI X HRBE N T AT & o AR AT T2 AR ATAR T PR IXEREER A, 1 G
it B A%, LW Sapp ST A B-SCHEAE 1 BU R B 5 2 BE 22 4 0 X BE I IR T 56

Launched by Singapore SAFE foundation, SAFE is a decentralized platform for Blockchain
application development while concerning Blockchain application security and privacy protection.
This platform enables people to issue tokens and develop Blockchain applications without review
procedures, providing Blockchain application solutions that are more secure than smart contracts
via Sapp application development protocols.

1.1 Xk R st
1.1 History of Blockchain

Ees Mt - 2009 4, 25— WREBRINI — DX HEEN . XHBE R OROR
——H W EM ARG C .

Bitcoin created in 2009 is the first and most successful Blockchain application, with its core
technologies — cryptography and distributed system emerged earlier than Bitcoin.

1976 4F, Bailey W. Diffie. Martin E. Hellman P 0522 KM T R F CERS S0 7
) W ICHR A W2 R R R BEN TR IN H]

In 1976, cryptography masters Bailey W. Diffie and Martin E. Hellman issued a paper
New Directions in Cryptography, marking a new era for development of cryptography.
1979 £, Ralf Merkle $2H T Merkle-Tree, Merkle-Tree == & F SR PR IH 56 I 73 A1 20
WY 2% R A s BV, LA ST T Merkle-Tree #EAT 2¥ e B IS

In 1979, Ralf Merkle proposed Merkle-Tree for rapid verification on data integrity of
distributed networks, which is applied by Bitcoin.

1985 4, Koblitz Al Miller $i 25 44 (ORI th £ n & (ECC) 5k, LKL RSA, ECC
N4, IEFEEE P, WA T EOR AR, AR E B T SEH BB T
MR A ECC RN EOR .

In 1985, Koblitz and Miller proposed the famous Elliptic Curve Cryptography (ECC)
which, compared with RSA, is safer, faster in computation and easier on bandwidth
request, and thus put asymmetric encryption in practical use. Bitcoin employed this for
its signature technology.

FE E R %47 NSA T 1995 R A 1 SHA-1, SHA-1 FlJ5 KREFELE AT SHA-224,
SHA-256, SHA-384, SHA-512, ZHf SHA BE R, LR TR SHA-256 E G
.

In 1995, National Security Agency (NSA) launched SHA-1 which formed the SHA
Algorithm family later with SHA-224, SHA-256, SHA-384 and SHA-512. Bitcoin adopts



this SHA-256 for its Hash algorithm.

1997 4= Adam Back 7E—F 18 CHHHEH T Hash Cash 5%k by 135 3% B F-HIB 44, LLAY
M FT R Z i ARAVE N Proof-of-work (POW, TAE&EUERH) Hik.
In 1997, Adam Back proposed Hash Cash algorithm in his paper to prevent spam.

Bitcoin adopts this technology as Proof-of-work (POW) algorithm.
K R ZIR1GF# Leslie Lamport 52 70 A sUTHRL I e AT &, F1E 1978 SFJT45 7 70 A iC
TR, 78 1982 £ 5 5 NILRIR R0 S “FF M ZE 0 87, br B A it

SMBFFEHEN T SERIBT I .

Turing Award winner Leslie Lamport as a pioneer in distributed computing started his

research in this field early in 1978, and co-issued the paper Byzantine Failures with

other two scholars in 1982, marking a transition of study on distributed computing to

practical research.

P2P BT IR tHEL, JEILZE 2003 - HHBLAY BT, ik P2P FHRAY A EHEANRAIE .

The emergence of P2P protocol, especially BT in 2003, accelerates P2P technology

development.

KoblitzFIMillers
BRI TRE ALk 22 o ]
Bailey W, Diffie # Merkle Raif TE EREENEEE ( Wei Dai ) 2
Martin £ Hellman WEEERRY ECC) & B-money , EA
EFeT (FEN Merkle-Treef3 200SEEEHE ERUSEAHS
e e " AR mmmsgamz—
- L ]
L 3 -l L 3 -II
REAFHHIENEE | Leslie Lamport3 A Adam Backi®H [EFE 88 ( Nick
=(DEiE A SR B FAESEEE HasheashB3E , B Szabo ) HH
20025 @A | Fid TR, B Bitgold LAT—&F
NS MeERGH A B 778 ( David POWRTS S, KX HEY, FhO4bH
LN | TE20004F Chaum ) (= HIE1993ERR MeEEs |, WiAAE
o T S HREECash Hil, FEF1999 AR |
SRR POW HERHAELWAS
fERGRR

Bailey W. Diffie FI1 Martin E. Hellman &K &t (%
T 2 R 7 17 )

Bailey W. Diffie and Martin E. Hellman issued their paper New
Directions in Cryptography.

Ralf Merkle 1E U H 4% J5 K779 Merkle-Tree [1%
PEEER

Ralf Merkle formally proposed a data structure later named as

Merkle-Tree.

Koblitz FI Miller % F 7 H T 406 [ il 28 i s 5
7% (ECC), 1E 2005 /424 FF 4k K M

Koblitz and Miller proposed Elliptic Curve Cryptography (ECC)

respectively, which was applied widely since 2005.

B2 K 8 (WEIDAD 424 B-money, J§A
I A NI A PR T RS A IR 2 —

Cryptography master cryptography proposed B-money, which

is widely considered as one of the spiritual pioneers of Bitcoin.

Rsa HyAIEZUHEA:, =07 & B3 AN L 3k1S 2002 4
BRI, AN Ab AT & RS2 NN, 7E
2000 FWHIRATRA T

Rsa algorithm was created, and the three creators won Turing
Awards in 2002. However their later patents were rarely

recognized and went void in 2000.

Leslie Lamport 25 N2 H FE (5 FE oW % ) it
KT« 771 (David Chaum) BT R 48

Ecash

Leslie Lamport et al. proposed the issue of Byzantine Failures.
David Chaum proposed Ecash - a cryptographic payment

system.

Adam Back # 1! Hashcash %, FT b il mpsd:,

Adam Back proposed Hashcash algorithm to prevent spam,




& POW HIRTE o AHCHESTE 1993 i - I, who is the pioneer of POW. The related concept appeared
I HAE 1999 E IERXFKA “pow” early in 1993 and was named as “pow” in 1999.

JETE ¢ BET (NICK SZABO) #2 ! bitgold BLI.— % | Nick Szabo proposed bitgold as well as a series of ideas on
Bl Lhk Be T R, BA N ELEF | cryptography and decentralized money, he was then
MRS —oenk, EEEH AR A ZEF A | recognized as another pioneer of BitCoin, and some even

53 thought he was Satoshi Nakamoto.

Zk, MR ERELSE, oM. PoW BVESSRARE C A%t % . 2008 4
11 H, AR E 4R (ke s ST 3le 52400 1B A, 2009 461 H,
ROAREESZ T O X, AL E X A2 B 1E: “The Times 03/Jan/2009 Chancellor on brink of
second bail out for banks.”, A5 &% X HLEE 5 — A B B4 i B U4

So far, there are mature technologies such as the cryptography, distributed system and POW
algorithm required for Bitcoin. In Nov. 2008, Satoshi Nakamoto published his famous paper
Bitcoin: A Peer-to-Peer Electronic Cash System. In Jan. 2009, he proposed the Genesis block with
this famous quotation “The Times 03/Jan/2009 Chancellor on brink of second bail out for banks.”,
marking the birth of the first Bitcoin application on Blockchain.

1.2 WIHHEFME X
1.2 Project Background and Significance

ZIH TSNS LN 24tk B AT RS BRI =5 TR .

Background and significance of SAFE in this paper are expounded from three aspects,
application security, convenience of asset issuance, and privacy protection.

1.2.1 Nz 4tk
1.2.1 Application Security

H ATV DX F2 9 DX HBE B JF R P 6 /2 Ethereum. EOS, gl Ayl iR
FR) AL DX R BE N IO AT 6 2 Fabric, ARATTIE[R] ORFAE 2 436 1 2 BE & 2001 R X, 11
2 P T B AT YA Gt 16 AT AT AR RN 258 5 v, 13 R AU R B mT AT AR e RS A T
gk,

At present, open source communities adopt Ethereum and EOS as their mainstream
platforms for Blockchain application development. Enterprises and institutions without token use
Fabric as their mainstream platform for Blockchain application development. Both of the above
groups adopt smart contracts for Blockchain application development. They use compilers to
compile source codes into executable codes, which are subsequently embedded in transaction
and loaded into a virtual machine to verify execution results.

RS ARG —MEFH 7 AMURE, (HH BT 22 2. Fabric A1 EOS HIERES
ZURDE N, e REEH K Z W@, {H Ethereum FIFREA L2 A M DA EH Rt .

Smart contract system as a new technology brings about much security concern. Smart
contracts from Fabric and EOS are rarely used, so there is not much problem exposed. However,
smart contracts of Ethereum are in a noticeable security problem.

2016 4 DAO )% A& 294 % 15 711 15 5000 J5 3% JCI ETH, Ethereum B J7 BRI H
TIRPEEF RN G, BUETA DAO %85, HXIEAT BRI SR, FH T ETHM
ETC 73 X5

In 2016, DAQO’s smart contract suffered hackers who stole ETH worth 50 million US dollars.
For the sake of its investors’ interests, Ethereum’s official team had no choice but to cancel all
transactions on DAO, which was in conflict with the idea that Blockchain cannot be modified and
thus resulted in the fork of ETH and ETC.




[F4E 7 5 FReE T DIORYT B B 7ot IR 95 1 Parity #lfiiid 3000 /53676, 11 H Parity
HRZIH 1.5 A0 TTI I BBk 4

In July of the same year, Parity, an E-wallet service provider based on Ethereum, lost more
than 30 million dollars due to cyber break-ins. In November, about 150 million dollars of user
funds on Parity are frozen.

2018 4 2 JI 24 HABFOR 22 e it BENLRE A 5K Sergey ML R H xR 100 7363 (9 LK
BRe A ARERIAT T obr. SRKINAE 3.4 T HRAFEZERER, WAJLATET,
Forh 2365 3| T E A TH

On Feb. 24, 2018, the computer scientist of University College London Sergey together with
co-workers analyzed nearly 1 million smart contract samples, and about 34,000 samples were
found vulnerable, involving millions of US dollars, including 2365 samples for some famous
projects.

H AT Ethereum R I ™ H R G & 200w C &l 20 24, ™5 gl E B 5e & 2 1 5%
e o
At present, more than 20 serious smart contract vulnerabilities are found on Ethereum, a

e

deadly threat to fund security of smart contracts.

—J5im, #EEEELAR—MITEIEREOR, [EA M — DR EAIAL, oz ik N iz gk
STt N7, RS A MAGAT, TIRRIFE A LR 2 a1 NI R AR
o MR IT AL, w5 22 4 B N F AR IR R

On the one hand, smart contracts on Blockchain adopt an innovative technology which
needs further exploration, optimization and security promotion. On the other hand, as smart
contract technology has not yet been refined, safer non-smart-contract application development
modes can be explored. The application development protocol of the SAFE is a probe for a safer
application development mode.

1.2.2 RATB - IR
1.2.2 Convenience of Asset Issuance

B RAT RS HIF R — AN E BTG, AN LR BB 7 RAT, WAk
M. BUr. Tk s, ByE 2K, Ethereum FREG LM T AT R HLRE 2, & E4IH
ERC20 ARt HAT 9 S5 R He &4, B LIRS, HEREHFEARANANE, G—Em]
o8

Asset issuance, especially digital asset issuance, as an important link in application
development is widely adopted for almost all applications such as token, bonus points, game
equipment and receipts. Issuing Ethereum smart contracts is a complex process including smart
contract writing as per ERC20 standards, during which some open source codes are available, but
some technicians at certain level are still required for research and development.

REAT LA SE ] i 5 sORAT B 037, AR X B 32 AN B & 20T & BE 0 N S BE .
LR EAR A G R, St 5 RAT R ?

Is there any simpler method for those incapable of developing Blockchain application and
smart contract to issue digital assets just by clicking the mouse and entering some information?
1.2.3 BEFAORYT
1.2.3 Privacy Protection

X e b BB FAORS T2 B X BN A 22 5y (R ) el o 45 7€ — > By st ik, AR AR) AR
A LUE Bz bk R AL SO AR 152 S 4071, X TeiEw R P B IR P R oK

The Blockchain privacy protection mainly targets the amount of money and previous



transactions. Given a Bitcoin address, anyone can view its corresponding balance and previous
transactions in details, and this is a risk against privacy protection.

DNC (DarkNetSpace, i H & FRIE M0, JEot4a % M), 1 SAFE G atlih NH EH
FJeAT 2014 5 10 kA, 2017 £ 7 HRAT 18 —ANCA, JFHEA %/ 2. DNC LA
I MRS S b R, Bl 1 AR AFIHION , B3 T S AN AN H R DG I, 45 X Pk
AT, KB T RRAVGRA B H

DNC (a project previously named as DarkNetSpace) was launched by SAFE Foundation’s
founder Shentu Qingchun in Oct. 2014, and the second version was launched in July 2017 and
renamed as DNC2. DNC adopts the ring signature and stealth address technology hiding the
information of the sender and receiver, splitting up the connection between input and output,
and leaving Blockchain analysis impossible.

CryptoNote FEARKI R FI A, 3 HXHREER AT 04, S HBE N AT §E& 25
N FRY S P2 S 36, 81 T U0 KR AA DR 3K S AR 214 il T 0 5 3

As for coins adopting CryptoNote technology, its Blockchain cannot be analyzed, leading to
an increasingly difficult introduction of Blockchain application and smart contract. Therefore, it is
better to make features such as privacy protection optional.

1.3 Mk
1.3 History of SAFE

n BRTE, WA (RiRRZEM) 14T DNC F7E 2014 4F 10 A sk & Kk A, s
] 5 B TE AN N B FA R I B 2 i

As mentioned above, DarkNetSpace token (DNC) was launched early in Oct. 2014, which is
the earliest digital currency in China focusing personal privacy protection.

2017 7 H, ZWEIBKE M 1 T %% M 2 (Anwang 2), DNC F+4¢ %] DNC2. DNC2
FHEL DNC, Frf WAFEE D, B2 mal. EERR . fFMEM . F%EE CBREAANRLLHE
G, B HEBRN . BRSNS,

In July 2017, DNC team made upgrades from DNC to DNC2. DNC2 requires less memory,
features higher security and efficiency, and provides functions like coin deposit and money
management, private communication (including individuals and groups), direct mining via wallet
and remote transaction release.

SRESFADRT: WISCRE TOR W%, 84, Rasrthhb, 25 m AR, S8l 7 =B

ISEINVSTaR

Strong privacy protection: such as Tor network, ring signature, stealth address and remote

transaction release, that realized privacy protection.

AR : DNC2 AIBiUE/E X Hesg b, ANZIRRBUN IR A8, HoAT A sy 5% A5 A

K, PrbEFREH XEEAFHIEE £ DNC2.

Interest on coin deposit: DNC2 can be locked on the Blockchain, which cannot be moved

until the unlocking time, with an annual interest rate tops at 5%, to avoid selling out upon

bad decisions and gain more DNC2.

. RN, DNC2 FHAPIA R, HIRX RA) AP, WIS R AL

M H ERIAPIMRSE A B RR N, 2tk . SIaHE 7 s WAz, ne

Wi da 5 — X RUIEREATIOR, #2552 AE BT IR, oAl N A A AR

SrIMAN SR A

Encrypted chat: DNC2 adopts a public key infrastructure using the talker’s public key to

encrypt chat, and the content can be viewed only by entering the talker’s private key for



decryption, which is very safe. Encrypted chats include individual encrypted chat and group

encrypted chat. Individual encrypted chat means to chat with an individual at its address.

Group encrypted chat means to chat with group at their addresses, and others can join the

chat.

Y. WE 7 IXERE S, 7TAEE B XRFIAE 5 4 -

Block browse: with a built-in block browser, all blocks and transaction data are viewable.

WEIZN . il 74207 iR, ERAARETaT 20, o/ L2 AmIZ0 it .

Built-in mining: the mining function is simplified, so mining in wallet is available without

installing other mining software.

Pz A BE T IS, WS WA, T RIRZ RN AR

Network monitoring: this function covers the transaction memory pool, node list, etc., to

facilitate network viewing.

2018 fF 1 J, SAFE FEG 2 UE 7> X DASH, & IFHEEFERI M 2, TS/ 3, 73 X
M40 SAFE, 23T B, BAHE KAESE I .

In Jan. 2018, SAFE foundation made the decision to release a fork Bitcoin named DASH,
merge the ELT and DNC2 and upgrade it into SAFE. The fork Bitcoin was renamed as SAFE, to
create a more open project with a bigger ecosphere.

| SAFE it J& | SAFE progress |

2018 % 1 H 20 H, SAFE M DASH [¥JIX B /% 807085 7 &b, %K 3 130 E£k. #k
1ExE3 30 H, HHB#RINT:
On Jan. 20, 2018, the fork of SAFE succeeded at a Block height 807085 of DASH, and SAFE
was launched officially. Up to March 30, the project progressed as follows:
LW O 2100 43T A
SAFE now has 2100 masternodes.
Z M SAFE EL&1E zb.com, coinegg.com, dragonex.im, hb.top, kex.com, oex.com,
chaoex.com, btctrade,im, coolcoin.com 438 5
SAFE has its online transactions on zb.com, coinegg.com, dragonex.im, hb.top, kex.com,
oex.com, chaoex.com, btctrade,im and coolcoin.com.
%/ SAFE C. F£EH it vwpool.com, HEIC& A FEEMHE I,
vvpool.com, a mining pool launched on SAFE has steady Hash rate.
Z M SAFE £ 2k M A £ bitkan.com FILLAFIR bitpie.com;
bitkan.com and bitpie.com have been launched on SAFE.

1.4 ‘%M N H



1.4 Application of SAFE
W NN T RT G, TRE TR TZMITRSARE, B “XHgEs”
T TME o B FH R, 2 S 2 I P DX R 8 i B TRE R ZEE SR, B A A . A PR
BOE BIEBE A BEEWAERE . DUNRE TR T 22 W R T A I SOT A B 22 RS -
SAFE is an application development platform for Blockchain, based on which various apps
can be developed to lower “Blockchain+” criteria. Application development protocol provides
criteria and requirements on its Blockchain application development, such as application
registration, settings of application rights, read-in of data and query of application data. The
followings are official safe applications developed based on its application development protocol:
LR (WPEMSRIT):
Safe asset (asset management and issuance):
SR RAT BIRAT Bl 5. RPER, SpEREThEE, AN
FEZM 3 ERATAT, SR KA.
It is for digital asset issuance, additional issuance, transfer, destruction, candy
distribution and candy acquisition. Tokens for other applications are issued on SAFE, to
plan a bigger ecosphere.
2o BRI SCRE . 2245 3K4D):
Safe payment (real-time pay and safe pay):
S SCATRIBS AL AT o B4 DASH ISCATRE i, 45 IR W 2 IR FASCATROR, 1)
S RO IR SEI SAS RA S AR FH 7 A8 5 AN FT B B3 B B A SCAS 7 1) A e
Real-time payment and safe payment: realizing efficient real-time pay payment and
untraceable privacy payment for transaction protection, based on payment featuring
DASH and privacy payment technique of DNC2.
L (e RE:
Safe vote (safe vote environment):
—Mkdetl, A, AIF, ALFXRERE RS, 18X IEESR T Bk
SRR A TE. B R
A decentralized, fair, open and just Blockchain voting system, adopting Blockchain
technology to address problems concerning openness and transparency in voting
JEBERTREIE T R 2 (B 7 N AT, TR SRR =05 I R BIBAE I B BT RS =0
H .
There may be more future official applications to be developed, as well as some applications
developed by third parties.
1.5 SAFE )it
1.5 Distribution of SAFE
(1) M 4000 Jit, SEBR SAFE #& FREA P b
(1) Number of tokens: 40 million, the actual amount may be less.
(2) 20%45 JFIEHE MHFA 2, 29800 JiMt (AR 7> Xim FERTHSL I 7=t DASH #& Al 5,
HERf AR K2 780 JTIMUE A )5
(2) 20% for the former holders of DASH: about 8 million (accurate to about 7.8 million, and the
calculation is based on fork height);
(3) 27.5%4ZH ¥#ih, %1100 JiAL (5 DASH /= MAEANLH—, H 45%40 1,
A5%Z5 FTT R, 10%H TR (SAFE B & Hi1 2.75%, Al BEA 2437 H);
(3) 27.5% as a mining incentive: about 11 million (consistent with DASH amount and its



mechanism, including 45% for miners, 45% is for builders of all nodes, and 10% for incentive)
(2.75% of the total SAFE amount may not be generated totally)
(4) 10%Z5HIBN, %5 400 JitL
(4) 10% for the team: about 4 million
(5) 15% M Tz, #1600 Jitk
(5) 15% for market promotion: about 6 million
(6) 20%H T2/ 2 M ZEEE ] it df, 9 800 JIHL
(6) 20% for conversion of DNC2 and ELT users: about 8 million
(7) 7.5%%5 1% M. ZCash MIHAB T A2 HER, 29300 JIH CHATRERAZH)
(7) 7.5% granted to the holders of Monero, ZCash and other cryptocurrencies as candies (tokens):
about 3 million (subject to change)

B1Sm, ZCash___
RMDEET 7.5%

AFEEHEFES 20%

=R2NnEEE
PR 20%
sl it 2 atsTBE: 27 5%
S2RARA: 10% —
A11Y M. Zcash FIHABTFHER: 7.5% Holders of Monero, ZCash and other crypto currencies
as candies (tokens): 7.5%

W 2 R SEEE P S 20% DNC2 and ELT users: 20%
WIHHE " 15% Market promotion: 15%
251N 10% Team: 10%
HIFEHMEEEE: 20% Former holders of DASH: 20%
YT 27.5% Mining incentive: 27.5%

1.6 120 184
1.6 Profits from Mining
1.6.1 1 A LR
1.6.1 Masternodes and Miner Profit
(1) /4] 1000 4™ SAFE AL F 719 i, BDATA3200cas, Wi o — M XCH ™ MU B 1Y 45%
(HHT/2 1.67 A SAFE), 1 210240 BAZH YL 88/ 7.14%, XA, 2 )5
T R R D BT R
(1) One can gain the profit by using 1000 SAFEs to establish the masternode. The profit
accounts for 45% of the total Bitcoins generated in a block (1.67 SAFEs at present). The
mining profit decreases by 7.14% every 210240 blocks. Accordingly, profit of the
subsequent masternode will decrease, and so will the miner’s profit.
(2) Hean 7 mUSECN 2000 A, #2181 K4 576 ML, 1 AT RKATE 3.47 K
W 13— RIS, BRI KL 0.48 4~ SAFECHEHE H BT — RIS 364 1.67 4™ SAFE
THED;



(2) Assuming that there are 2000 masternodes, if 576 blocks produced per day, it will need
3.47 days to gain profit from a masternode, with about 0.48 SAFE gained each day
(based on 1.67 SAFEs gained each time currently).
1.6.2 &3
1.6.2 Profits from Activity
(1) MAbETHS[E] 2018 4 1 F] 20 H SAFE )7 X 26— MZ R X PO R TR G
807026 /\Eﬁ% AR — A X, Jagk EKJ 103680 X GiIf 6 M) #HTZ
W A5 A T s AR, LA SAFE 7F (BLURRRIE 2R
(1) Since Jan. 20, 2018, Beijing time, counted from the first block mined upon the
successful fork of SAFE (the 807026 block, counted as the first block below), the
subsequent 103680 blocks (of the recent 6 months) enjoy mining profit and
masternode profit based on the amount of SAFEs (briefed as the profit below);
(2) BN E NS, B coinbase 22 5 UGB HEFN 440, SAFE B J7 K
JRISAH I (R 7 4 A SR SO L, M 2R U T
(2) According to the first transaction on each block, i.e., receiving address and amount and
coinbase transaction, SAFE’s official team will send the corresponding profit to the

corresponding receiving address. The profits are as follows:

#$1-17280Xth 75%18%5 ( BiSH KEE0975% )
5817281-34560[X ik 60%I8% ( 2I5F Kamfl60% )
5534561-51840X & 45%I8%8 ( BIZH WEEaY45% )
2E51841-69120X ik 30%18% ( EisH WE=a30% )
$669121-86400X 1R 20%18% ( EIEH WEnl20% )
2586401-103680K R 10%18% ( 2ish WEa910% )

BRRNEEE (EEEREEFMNANET T ) 8618

% 1-17280 X B 75% . CGRIZ0 WA 1 75%)
%5 17281-34560 [X 60%I 2 RA2H W 25 1) 60%)
% 34561-51840 [X A5%IE i CRZH U ai 1) 45%)
% 51841-69120 [X 30% . GRA20 W a6 1 30%)
%5 69121-86400 [X 20%3 5 GRAZH WA 1) 20%)

4 86401-103680 [X Ht 10%38 5 CRIZH 1T 10%)
BRI H (ISR ERBIM AT EY L) BEHE

Blocks 1-17280 75% of the gain (75% of the Profit from Mining)
Blocks 17281-34560 60% of the gain (60% of the Profit from Mining)
Blocks 34561-51840 45% of the gain (45% of the Profit from Mining)
Blocks 51841-69120 30% of the gain (30% of the Profit from Mining)
Blocks 69121-86400 20% of the gain (20% of the Profit from Mining)
Blocks 86401-103680 10% of the gain (10% of the Profit from Mining)

Beneficiaries of superblocks (individuals or miners acquired the proposed

financial support) gain none of this profit

(3) SAFE B 7 A 2 KX F coinbase HIPIMEWG AL, X T itk S, B A
FE Iz AL TR e, AT AT, LI AR AR e o . T
coinbase 5 & H i B 1 7 sl Ry BB USRI 25, o/ I A

(3) SAFE’s official team will send the gains only to the two receiving addresses of coinbase.




As the official team is not clear which mining pool or miner the address belongs to,
gains for mining pool address will be distributed by the mining pool, and masternode
address once appeared coinbase transaction will receive gains directly rather than via a

distribution.

ZzﬁI'I'

C RN

10%-75%I8H B
1]Rizda &5 (7 )misla
(BSLHE)) o (FHEEEEE) o (@A)
BRI , MHE

SAFE SAFE

Y2038 5 Mining profit
SENERINIEEES Monthly bonus
10%-75%F2 1 22 Jil 10%-75% mining bonus
14200 7H19H Jan.20  July 19
HUHMNE 7 Additional gain

B ae Lasting for half a year
EE &= With high return rate
Ry The earlier the Mining
I R % The more the gain

2 MBI A
2. SAFE’s Team

22 I [ BN H BE R I ECARS ThR X B B 58 L ORI B AN IX Bk ia 8 AN A R, I Hi
i VN FA I EOR T 5 8 B X BRI H B, BAEFT1E — MR ) BT X P
L T E o

SAFE has an elite team with many senior Bitcoin and Blockchain experts, technical R&D
group and talented Blockchain operators, and is supported by well-known technical and
operation experts in the industry serving as project consultants, and aiming to build up an
influential project engaged in Blockchain application.

2.1 M PR 2 A48



2.1 Team Members

2.1.1 fFT N HEFR

2.1.1 Leader: Shentu Qingchun

HREERHL CEO. WRYIERIARAEZR T o 51 IRYIDR AT, s TR, IR m ZE RNA
INTHBUF RIS L5 B3R 2008 FRVIBHL QIR . 2009 ) REBHG# L =5,
AT R L FIIREL 4 BT, 3K 2012 FIRYIK B . 2012 FRISZARBERHL, 2013 FITURHT T
X, 2016 SRR RIAT L . B AR 20 2R IXHEEACHORTE S R, 1 I EE A A2
http://www.8btc.com/author/14523

Shentu Qingchun is the CEO of Bankledger Technology, member of FPSB Shenzhen, doctor of
Shenzhen University, senior engineer, high-level talent and government procurement review
expert of Shenzhen. As the owner four patents, he is the winner of Shenzhen Technology
Innovation Award 2008, third place in Guangdong Science and Technology Progress Award 2009,
and Shenzhen Invention Award 2012. He found Bankledger Technology in 2012, started his
research on Blockchain in 2013, expand business to finance, and published more than 20 articles
about Blockchain Technology on http://www.8btc.com/author/14523

KEZ R FARLE, T arxiv.org M :

His academic articles are available at arxiv.org:

(1) Research on Anonymization and De-anonymizationin the Bitcoin System
https://arxiv.org/abs/1510.07782

(2) A Blind-Shuffling Scheme for Bitcoin based on an Elliptic Curve Cryptography Blind Digital
Signature Algorithm https://arxiv.org/abs/1510.05833

(3) Transaction Remote Release (TRR): A New Anonymization Technology for Bitcoin
https://arxiv.org/abs/1509.06160

2.1.2 BER S R/

2.1.2 R&D CEO: Tu Xiaogiang

* 1984 A4, BRI RILAR,

* Born in 1984, and graduated from the Department of Computer Science, Wuhan University;

« FRPAFVOHITAIREF 51, 10 5 C++IT K A5 108 JT K TR,

* Senior software designer and programmer; 10S development engineer, with 10-year experience
in C++ development;

s R fEE LR RAEMS. EIEEET H AL, H AR E 5

* Former project manager and department manager of Foxconn, Donson Network and Huayang
Xintong; Tu Xiaogiang is experienced in financial technology research and development;

s TUER XS R G50, AESF X REEIRZEHR .. 2016 FFARRBERHL cTO.

» With five-year experience in Blockchain research and development, Tu Xiaogiang mastered
various underlying technologies of Blockchain, and was appointed as CTO of Bankledger
Technology in 2016.

213 BE LK.
2.1.3 Bankledger COO: Zhou Ting

» 1985 A, ERLTIRYIR 81 &

* Born in 1985, graduated from Shenzhen University and majored in English;

* 2013-2015 FAE LR ME PR 5 FrELS . s E e, FEATTITIHE LI,

* Vice President of International Bitcoin Exchange and COO of the Hash Rate Department from
2013 to 2015, responsible for marketing;



* 2016 FAFRARFERHE OO
* COO of Bankledger Technology in 2016

* 2018 AT SAFE &SP, 41 57 SAFE N A7 T1E;

* Secretary General of SAFE Foundation in 2018, responsible for marketing at home and abroad;

2.1.4 PR R
2.1.4 Product Director: Guo Min

« WIRTEENN, B4HAE SMG FE TRENN, BRI R TR, BA ZH™ TS A

Und

* Senior engineer, former algorithm engineer of SMG, senior engineer of Shanda Games, with

years of experience on product R&D and management;

o WA S H A X PV R M, i

~

B0 T X B BT s

* Former R&D director of Interactive Technologies, responsible for Blockchain product R&D;

« BUEIRBER B M2 M, D372 M 3 KRB kA A BT

*Product Director of Bankledger Technology, responsible for planning and design of SAFE product

series.

2.1.5 FAh %
2.1.5 Other Members

2018 “EH), MBI T 50 N b, B TR 40 AL B d84E, P A 2 A
e, J5%h 8 Ao 2018 fEH ], 2 [# A AT
In early 2018, there are 50 team members including at least 40 software engineers, 2 for graphic
design, operation and maintenance, and 8 for marketing and logistics. The team will grow to 70

members in mid 2018.

2018F#1EME 50 A A

TETEMI0ALLE ;

it | FIGTARZA

ey 7EH 70 NAEAq

2018FZMEIA BT BESY FERTOA LS

Z1]9N Team

2018 W)L M 50 AFIBA In early 2018, there are 50 team members.

WAF TR 40 ARLE; at least 40 software engineers

Z4E, Pt AR 2 A 2 for graphic design, operation and maintenance
#, JFEI8 A 8 for marketing and logistics

2018 F LM HIPNFTRES T 72 70 NEFH The team will grow to 70 members in mid 2018.

2.2 22 Jii ]
2.2 Consultant Team

fekn s, WRSERIEHERAA A

Hua Songxiu, board member and founder of Bitbank;

Wiz, J-HAZ S CEO




Yao Yuan, CEO of Currency Exchange;
£ GE AL YN FSEN PN

Li Yingfei, co-founder of Bitmain;
BIA, BW A BILAEAN

Zhai Wenijie, co-founder of BW;
BAEH, ZenithVentures 3£ 4 845 A
Qu Jiawei, founder of ZenithVentures;
WK% Je, EERRHZS cEO

Geng Junlong, CEO of BitCentury;
K75, ME CEO

Yu Fang, CEO of BitKan

2.3 MBI RELR

2.3 Development Experience

20145108 EHTR
=& PEE—TE
e eI D= e

20165F 3 EE IR
3
( bankledger.com ) ;

20168ES AR o

016F 11 A EHHT

il

"LllL =12

g

BEET |

2012 R, JREREERMW, FHLLEMINE

In 2012, the company was found with the original name

of Jialannet, for accelerating mobile Internet speeds;

2013 4F 6 F #E[a) E bk A X ok

In June 2013, it engaged in Bitcoin and Blockchain;

2014 4E 10 A HEH ZW = [ ——h [H 5
B FAR I E 5

—A X B

In Oct. 2014, Bankledger launched DNC - the first

Blockchain privacy protection project in China.

2016 4 3 H A NSRS (bankledger.com);

In March 2016, it was renamed as Bankledger.

2016 F 5 H ARG RAEHE, JF H s mior a8 s

In May 2016, it acquired angel investment and founded

FISCO (Financial Blockchain Shenzhen Consortium)

2016 4 9 H M ARAT HIRAH il DXCHUE 128

In Sept. 2016, it launched Commercial Bank Collateral

Blockchain online.

2016 4 11 HHEH B F o i 1Y

In Nov. 2016, it launched the digital integral prototype.

2016 4 12 H 35 B R T BUR 150 J5 8585

In Dec. 2016, it received 1.5 million Yuan from Nanjing

Municipal Government.

2017 F 3 A5 L BT XUk 12k, k45 1BM
X B B s — A

In March 2017, Bankledger released the warehouse
receipt pledge financing Blockchain, which won the

second prize in the IBM Blockchain Hackathon.

2017 F 4 J4REE PR F 12k

In April 2017, BMWare was set online.

2017 4 6 AJFMR#EEEETIH, 7 A 1 H 1co ),

In June 2017, ELT project was started; on July 1%, ICO




8 H L£kxi 5T, 9-10 H 1o iEiE;

succeeded; in August, the Exchange was launched online;

and in Sept. and Oct., ICO was removed.

2017 4 11 H, #EFENHIER L,

In Nov. 2017, ELT application was launched online

officially.

22 o I BAAE X HBE L A R ZI AR . FLSR I BORRZE AN 4= 8 (T A sk e 2 56

The team has in-depth commercial perception on Blockchain, solid technical knowledge and

rich experience on development.

HIBEHE RN 2013 4F 6 HITIRDTFL X HREEA LLARS T, 88 10l 20 J X ERBEHOR 3L
&, JFHT 2017 4 (KB & Em) —45, JF UMb o R

Mr. Shentu Qingchun started his research on Blockchain and Bitcoin in June, 2013. He

issued nearly 20 articles about Blockchain technology and had his book Developer Guide
for Blockchain published at China Machine Press in 2017.

2014 4F 10 HHEW 1 EFT XHBEEAA R (RGBT H , 224 Tl 3 4R 4 A
Launched DarkNetSpace for Blockchain privacy protection in Oct. 2014;

2016 £ 9 H RATHRBERE 4% (BLChain, BankLedger Consortium Blockchain);
Released BLChain (BankLedger Consortium Blockchain) in Sept. 2016;

2016 1F 9 H R AT R M ARAT HEA il X e

Released the commercial bank collateral Blockchain in Sept. 2016;

2016 & 11 H RATE T 0 X Bt

Released digital integral Blockchain in Nov. 2016;
2017 4 3 H AT B 5T i % [X e
Released the warehouse receipt pledge financing Blockchain in March 2017

2017 5 4 F R AT A BREE — > X HUEE Hh [A)44F 7= ih—— 4% 7 7] £ (Bankledger Blockchain

Middleware, BMWare);

Released BMWare (Bankledger Blockchain) - the first middleware product of Blockchain in

the world in April 2017,

2017 7 F, WEMAERNER T4 02 M, HRAT M 2 et
Renamed DarkNetSpace as DNC and Released DNC2 wallet in July 2017;
2017 £ 12 KA X HUEERCER 77 i —— 28 (ElectionChain, ELT);
Released ElectionChain (ELT) - a voting product on Blockchain in Dec. 2017;

2018 ©F 1 H 4y Xiktt:, 22 3 [ttt

Released a fork Bitcoin named DASH and the SAFE in Jan. 2018;
FHUEAT I, 22 X BB — AN E X EVEEAT WLt il 5 4 TRk 7 ANX g . B 3=
B PR X R T DR R 7 FH 9 b 22 65 (18] S8 2R T A o 1T 22 K 22 WX AT A 5 852 5 4 rh 24T I — AN i

N EE B X B i o

From the above, it’s easy to see that SAFE has a senior team experienced in Blockchain

development and application with their seven Blockchain projects developed through five years

of hard work. The team will focus on the SAFE in the coming five years as their most major

Blockchain product.

2.4 WA
2.4 Contacts

TiHEM: http://www.anwang.com;

Project website: http://www.anwang.com;

WiH#X: http://www.anwang.org;




Project community: http://www.anwang.org;
Hh S AR B telegram:  https://t.me/safe_cn;
Chinese telegrams: https://t.me/safe_cn;
JLH IR telegram:  https://t.me/safe_anwang;
English telegrams: https://t.me/safe_anwang;
B A HESF twitter:  https://twitter.com/safe_2018;
Official twitter: https://twitter.com/safe_2018;
‘B reddit: https://reddit.com/user/safe_2018;
Official reddit: https://reddit.com/user/safe_2018;
Facebook: https://www.facebook.com/anwang.safe/
Facebook: https://www.facebook.com/anwang.safe/
BRHE: elcoin666;
WeChat for customer service: elcoin666;
3 Jtt24%r X DASH
3. Reason for Forking DASH
TEARZTH, FHATEVHW T U E: (D A ZTF LM 2 (2) A BEAIE
2 2 PR EEEE? (3 N AE o SOMANEIT X P2 (4) 473 X DASH T AN Bitcoin?
This section probes into reasons relating to the following questions: (1) why upgrade DNC2?
(2) Why merge DNC2 and ELT? (3) Why fork instead of relaunch Blockchain? (4) Why fork DASH

instead of Bitcoin?

A4 X DASH

EREGF , FiEREA TN

(1) AHAEFARETM2
(2) PHABEEHENM2AMHIREE ?
(3) MHABSRMAEFFRE ?

( 4) B9 RDASHAEBitcoin?

N4 X DASH Reason for forking DASH
TEATENTH, TATZEBEG T JLA i This section probes into reason relating to questions below:
(D N AERALZR 2 (1) Why upgrade DNC2?
(2) Mt AaEEIF LM 2 MEREEEE? (2) Why merge DNC2 and ELT?
(3) ML O A BEIF X BLEE? (3) Why fork instead of relaunch Blockchain?
(4) HAft44%r X DASH T AN Bitcoin? (4) Why fork DASH instead of Bitcoin?

3.1 N ABERAHZM 2
3.1 Reason for Upgrading DNC2
LA E) 2 kK T 2P 1 RS RAERAP R, FERRAAORIP T T BEAT T IR AR R




DNC2 continues using the privacy protection technology of DNC and probes into this
technology.

B B AL DR AP T SR AR SR AE 220 2 X Hee BT N FH IR HEFE o R DRy 22 I DX LB R AN BT 0 A
PE, SN BEA LA TF AR AR E ORI N . 1 5 AT & AR X B N T 8t — 2B %
Hu AR, BRI FRATTL I CryptoNote JiGJZ X HRBE S ) EL ARy T ZRABL R I X e, 488
CryptoNote FEAR B AT BT, XA AT LA BUEAL DRI BRI N B BE & 29 A0 FAth [X g
7 FH P 9 3

Requirement on privacy protection makes it difficult to develop applications on DNC2
Blockchain, because SAFE Blockchain is unanalyzable, making it harder to introduce smart
contracts and develop applications. This is in conflict with our idea to further apply Blockchain
applications. Therefore, we have to make transfer from CryptoNote’s underlying Blockchain to
open Blockchain similar to Bitcoin, regarding CryptoNote as optional, thus to realize privacy
protection, smart contracts and Blockchain applications at the same time.

3.2 W ABEIF M 2 PR ek
3.2 Reason for Merging DNC2 and ELT

PrZEBE (ElectionChain) &% M AT 2017 4F 7 A e —AN 1co W H , Q48K
ELC,

ElectionChain is an ICO project launched by SAFE team in July 2017, with its token named as
ELC.

SR B AT RIE R — AL T T TR RS SR B SR E
. IR E TN o FERCEERE T, S R DL SEEUR I S 42 i B O S kAT
WA BB, RRIERAERLEEE B CER. R ERT BRI AU 5
ML LR R I Bk, fi4902s . TR, RERA T IMATFAIER], 5 imas R
SR IFH, AEBEEE AE,

ElectionChain is aimed to research and develop a Blockchain exclusive to voting for election,
donation, quizzes, campaign speeches and live broadcast, and election games. In ElectionChain,
each voter performs a real-name vote or anonymous vote with a real identity or virtual identity
according to one's own wish, and the vote can be validated to see whether it is included in the
final result. By technology, ElectionChain avoids disadvantages of paper ballots, electronic voting
and network voting, making election, decision-making and public opinion poll more open and
transparent, preventing man-made interference to election results, and making the vote more
credible.

7H1H, MBI RIS T i E 27008TC ff) BTC. ETH FIDNC, 9 A 4 H, H[ER
F7IN1E 1IcO T H Z )5, L MIFBALL 1CO B ETH M A& 43R I8 T AT 1Ico %4, FEE T
99.99%) ELC AR, [FJI th 7K ¥ 5 2 W3R B 1 ELT AXM 45 1R IE ELC A /7. 2017 4F 11 H
PR ELT WZR KA, ELT ARBEATAE AL SEAT 1ICO, il fe 2RIk s I ELC BT .

On July 1%, the team raised BTC, ETH and DNC worth 2700BTC successfully. On Sept. 4, as
the Central Bank stops the ICO project, the team returned all ICO funds at the ETH price of ICO,
recalled nearly 99.99% ELC tokens, and promised to give new ELT tokens to users who had
returned ELC. In Nov. 2017, when ELT website was launched, ELT gave it all to the original ELC
users without any private placement and ICO.

—ANAIBNIZE A AN [F] 7 ) B350 H AT, 422 IR BT B SRAS D BRAGL,  7  Rl  BOR
MR MigiaE . AP KRR HAAAE L, 1ER T AP PERZE, B kRE
PIANTH &



Operating two projects and tokens of different orientations brings SAFE team with many
troubles in product planning, technology R&D, market operation and user relationship
maintenance. After listening to users’ opinions, the team decided to merge the two projects.

B RISIR R, ZM AT RZEHORN T & i8S, R — A, #5Ex4e
AT RAAE 22 L AT, BRI BA 22 W9 OR SR AT 0 — N 32 TSR T By 22 L g — A B N
BIEVSE S &

As clear in the scheme for this merging, SAFE is mainly focused on the concept of underlying
technology application platform, and ELT is an application, so a vote can be launched on SAFE.
Thus, SAFE was set as the main platform supporting voting as one of its application, and then it
was renamed as safe vote.

3.3 Ay A EIT X P ?
3.3 Reason for Forking Instead of Relaunching Blockchain

DAEFRA T H2 ™ 2, JF HEEG BRI 3, — MR E S 2 T A
P75 T H AR R E I X HEE, 5 — AN BOR R A A AL F5 I H 133 k5 X .

Now we need to upgrade DNC2 and integrate ELT into SAFE. One of the technologies is
selected based on existing excellent project codes to relaunch Blockchain, and the other
technology shall match with existing excellent project data to fork.

N AESy X7 FERFETHHIZE RAEREER (1 H: 72 XEHEUER
XU R, AR T RMERS B AR X YLeE, RS SEmmH P ma S 55, AR TR
THUTAE T T X HRBE 0 5 44 FE A2 5 B T- DMAE PR AN TR E B P, i E R A K (2)
FH: o HIRE RIS D AR X SEER ] P R AT 20, AT RS TR BRI, T BT X e )
BARXA T, PR, 2RISR E 7> X, AESFEN A ks, B
B PR 0 44 FE A ST T A

The reason for forking is considered based on project operation in terms of its (1) advantage:
the forking shall match with data of previous Blockchain data which means to distribute candies
to the target Blockchain, to enhance user awareness, engagement and market value; while
relaunching Blockchain will enhance awareness and engagement by users of only the two
previous projects, which has little to do with market value; and (2) disadvantage: the forked
candies to target users are gained for free, which may lead to great delivery pressure, while
relaunching Blockchain will not cause such problem. From the above, the team, in spite of
existing currency movements, decided to fork so as to enhance user awareness and long-term
market value.
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Reason for forking

FERBETHHIZE MEZHIEN

Forking is considered based on project operation

D PH: 7 EHR UME H AR X BREE 5
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(1) Advantage: the forking shall match with data of previous
Blockchain data which means to distribute candies to the target
Blockchain, to enhance user awareness, engagement and market
value; while relaunching Blockchain will enhance awareness and
engagement by users of only the two previous projects, which

has little to do with market value.

(2) 3% 73 NIREAE F AR X BBk i)
FURBATEINN, ATRER AR, 1M
FITIXHUE N B A XA A RS 2
N ZBIBGE AR PE 7 X, ANE R
A PR AR K, B A T B e 1 e 44 BE TG
WA

(2) Disadvantage: the forked candies to target users are gained
for free, which may lead to great delivery pressure, while
relaunching Blockchain will not cause such problem. From the
above, the team, in spite of existing currency movements,
decided to fork so as to enhance user awareness and long-term

market value.

3.4 9t 4 X DASH T A2 Bitcoin?

3.4 Reason for Forking DASH Instead of Bitcoin
73 X DASH F % W I BA A B 3, A A 32 2R A

Two reasons:

(1) DASH A2 (A AH A 0 H F2 88 R IX B B REAA DR

(1) DASH and SAFE share the same project subject: privacy protection on Blockchain.

(2) DASH PAELRE oy 2EAl, A AN HEORBIH mARMR 51 22 BB o ELandsin 1 X0z i 2%
B L, AR R Al ST 1 o0 A 2OAL DXV BELE, A ROk 1 o B AL X
AP . DASH St 1 EURE HISOAT, SRBEEDIN SOAF, 15 DASH A Bl A L I 2% 4 7]

RETE

(2) DASH based on Bitcoin features some innovations attracting the team, such as the

double-layer network (masternode mechanism), and the distributed community governance

mechanism established based on this network, which solves the problem of decentralized

currency community governance in an effective way. DASH perfected Bitcoin payment by its

in-time payment, making DASH challengeable and capable for the lightning network.

PATR 52 DASH (81557 i 1] 224124 .

The following is the innovation on DASH:

3.4.1 F75 4 (masternodes) %%
3.4.1 Masternode Network

B T EEXF DASH #2045 Gt TARIER (PoW) 3JEhz 4k, F e w] LLIS AT 4
T RUHRFIR AR 55 %% . DASH AT LUd e I 25 O AR ) 7 ORGSR B BT Zh e -

In addition to bonus to conventional PoW of DASH mining, users can run and maintain

special servers called masternodes, a decentralized method via which DASH can provide

innovative functions.

FHT IR BELLUR AR ST

This network provides the following services:

InstantSend FCYFITF-BUES 122 5, InstantSend %2 55 DU R P A .

InstantSend allows almost Instant Deal, with confirmation completed in 4 seconds.
PrivateSend i VRV X PLk b 5% G R UG TR S R 200 1) BE AL DRI

PrivateSend provides financial-level privacy protection by shuffling funding sources on



Blockchain.

RIANTE LS o VF Dash IR 5 AHCE W€ BUH 177 1), F HAFEN 10% W20 22 il 4
I H A RGHIRE

The governance and budget mechanism allows Dash’s stakeholders to determine project
orientation and inputs 10% mining bonus into development of projects and ecosystems.

T ST L AUA 1000 > DASH, A3 I 25 44 T BT RR B 45 RAIE I . 1X L8
AT AEAR A I e 458, (HFER R SEOZ B N ET S A P ieis 3, 5 B3R5 il .

Masternode owner must have 1000 DASHs, which is proved by signature message and
broadcasting it in the network. These coins can be removed at any time. However, this will result
in corresponding Masternode being removed from its list so there will be no more bonus for this.

DASH {175 iy 4700 4>, 17 MR A B RIS 60% 1) DASH Mgl ikat £ 32745 ki
LRBENGUE, X2 DASH MMEIR A HIER Z —.

DASH has 4700 masternodes and the masternode network is valuable, which means 60%
DASHs are mortgaged at the masternodes and out of the flow. This is one of the reasons why
DASH value is enhanced.

T R P AT DR HR 58 B SR B — > T R — MR, BB LT AT
TR ZE B DASH [ e .

Users of masternodes can acquire voting rights for proposal. Each masternode has a voting
right which can be used to influence important decisions such as a proposal for budgets.

InstantSend miFir FRMMNESR | InstantSend =SBV AIERA.,

PrivateSend @i T BRI R 80 a @ SRR (S AR FI0BFLRE,

| emEmEn I Dasha SR FMEFMEL SR | FEIRAL0
%I A B S R R,

AT IR LT RS Masternode Network provides the following services:
InstantSend 7¢I T-BUES 13C 5 InstantSend allows almost Instant Deal, with confirmation
InstantSend 32 % TUFS YA completed in 4 seconds.

PrivateSend B VEVE X HedE EHE 4K | PrivateSend provides financial-level privacy protection by
PSR R A (P FEFA R Y shuffling funding sources on Blockchain.

VEBRAN TR HLH S0 Dash IFIZEAHR#E | The governance and budget mechanism allows Dash’s

eI H 71, H HIN 10% 328722 | stakeholders to determine project orientation and inputs 10%

A TE MAESZRERIRE. mining bonus into development of projects and ecosystems.
3.4.2 BAASIAS (PrivateSend)
3.4.2 PrivateSend

PrivateSend i VRV Bt e R IE v P IR B IR 55 ek, H P BB B T A ikt i

AR AR “HAN” AR, AT DA E BRI 3R . PrivateSend ¥ H
BUHT RIS F P N AR A N TR & 7 — kS, A 2k Rk 3 AR S K%
BB . RIAFIRZAORFFR B C 8B .

PrivateSend realizes real financial privacy of users by shuffling funding sources. All DASHs in

a user's wallet are made up of different “inputs” which can be regarded as independent and



separable coins. PrivateSend shuffles users’ inputs by innovative process with the sender's token
in the sender's wallet, so that the sender can control over its own money all the time.

3.4.3 BB SZAT CinstantTX)

3.4.3 InstantTX

DASH i i 52 5 8 e WL R SELRIIN SO AF o BB AE 2 BE pL|, B 5Bl 22 B 8te &
Ui iR SR AIAE Zy B, I e 2 BVAALE T P EERT I 10%H % 10 AT BT A 5
N, B T A R R S ) AR S BT R P i o T R Y AU R
R, BUE B e, W T RERGE . ERERITERRREZE, HEE 6 MiNZE, 77
A AT LB X5

DASH realizes InstantTX by lock-in trade which locks the trade fund upon a client-side
request, select 10 masternodes from the top 10% masternodes obtained based on the election
algorithm for transaction confirmation, and then broadcast these masternodes in the network
after a consensus that all client sides will obey for fund lock-in to avoid double spend attack.
However, a party receiving the funds needs to make six confirmations before it can use the funds.
3.4.4 e A
3.4.4 Other Advantages

DASH IO AL4E | —LeKp i, A48 (1) WG R E A BER 5 5% () R
XA, AERATHT A BN EEIEA TS, R 80% MM %S 5#E L 1 3R, Hithhe
AW (3) FeT XY 4340 A BEHLE], BIZ 32795 /U0 109420 W 2 F4A A % DASH
AR J LA K T (R 5L 5RAL

DASH features more advantages including (1) adopting dark gravity wave as the difficulty
adjustment algorithm; (2) using soft fork mechanism for function activation of a new version
issued in network upon a consensus by 80% network participants; (3) The distributed governance
mechanism based on Blockchain enables the masternode allocate 10% of the income from
mining and has the right to vote on DASH development and budget.

4 ML E
4. Commercial Value of SAFE

LA BT IELF NI R, R HES A 28, = KRNI, 488 =
TN, Ky — AP K 2 AR S

The team will create a perfect application platform and build up a great ecosphere
combining third-party application focused on safe payment, safe asset and safe vote.

4.1 NHFFR
4.1 Application Development

DX N 7 M R 3G, M N A v, DXCERBEREH], X8 o) @i 2 17 [X P b T
GV SUSLS

Blockchain application takes long time for practical use due to limitations such as high cost
on talents and difficult in Blockchain application.

2 WU DX He B N O AOERR I HARBE— R PR IT AR S5, H bR ) X S
IPNVANT it FEIX HUBE AR & AT RIAE  (H AR TE X B b 3EAT B T R BB 5 7 RAT
PASRAS ] B AR b Ab By o Al A7) R 7 i XEREE R 5, RAT By 8™, BT
B TR AL M 55 R A0 RIS

SAFE plans to simplify Blockchain application development process, and provide a range of
application development services to users especially middle and small-sized enterprises and
organizations aimed to win users' trust by developing applications on Blockchain and releasing



digital assets while facing difficulties on this aspect due to little knowledge on Blockchain. All they
need is to determine Blockchain application scenarios, issue digital assets and focus on
connection between and application of digital assets and existing businesses.

2 Refe Bt — BB XUV N 5 W . HORSCHRE . PhBh BN A AT S B TV i R
%5, K45 BT KA o

SAFE can provide a whole set of services like Blockchain application consulting, technical
support, assistance or outsourced development and real application of tokens, which will benefit
the team.

4.2 7h}
4.2 Safe Payment

2z W P R 2 N, SAFE RURR 1 22T Bl A B — ME T ARE, 2 IR R
SAFE SR K22 A B AR AR RSB I R MR 5%, 22 W 7 X B8 B R A% 2 U5 1 SAFE SCAF, SAFE
A SAS THRERUAR L R T

As SAFE users increasing, SAFE will become a ‘general certificate’ in the business circle of
SAFE. With more and more SAFE users using SAFE to buy goods and services provided by SAFE’s
partners and more and more SAFE’s sellers taking SAFE payment, this function works.

LA ISR O, 228 R DA S A N R 2 FH B 22 A4 1 A BT E
WA AVE KPR BT HR B0 7S R IR 5516 SAFE S FLAE 22 b JRAT [ LA 5% 7= 33047 S A il
T8 LK, AT I T 22 WA AT B F e AR T S 22 A AR A B0 e ot A0 IR 55 ) e

Safe Payment is the infrastructure of SAFE, so safe assets, safe vote and other applications
will use this interface. In light of this, Safe Payment needs to channel for payment functions for
partners’ goods and services using SAFE as well as other assets they released on SAFE, and also
channel for purchasing partners’ goods and services by using other Bitcoins released on SAFE.

TS IR B KRR A BB S AT FIBRFAS AT, RIVERE A3 B mT B VAT (1 88 =07 S A5, ik
T ERRE T AR OAE FR) IR) s R AA SCAST IR RE AR BB IR N BRI A B B e, fRAP TSN
Fafho ZZAT1E DASH [RFEA BRI | UM SO B . KA. MBL R RHI
A BT, AR A 2 AR L

Safe Payment features privacy payment and in-time payment with payment speed
comparable to the existing third-party payment, which solved slow confirmation of Bitcoins.
Privacy payment hides information of the sender and receiver, and thus protects personal privacy.
Based on DASH, Safe Payment has more privacy-protection payment modes like transfer noting,
ring signature, stealth collection and hidden amount, which strengthen user privacy protection.
4.3 @Y
4.3 Safe Asset

AMER) . ATEALR T AR AN T 55 28, HEETRMBE i8R
gt, HEALTERRME TR RAT BINRAT . Bk s Thae, H P T LEATH S 2 M
M. Hh A EAR A, Wi m. B, miR . ISR, s . R
JBERCES s AT DB B 53 P e A HAE 2B AT AL, amiEm. pre s, 5A
FREYE, AHFT PR A AR LA .

Digital asset refers to valuable transferable electronic data. Safe Asset as a digital asset
management system based on SAFE features perfect functions like digital asset issuing, additional
issuance, transfer and destruction, based on which users can make their own portfolios according
to different application scenarios, including original digital assets such as crypto-currency, bonus
points, game cards, prepaid cards, game equipment, stock and equity, as well as physical assets



such as legal tender, house and land property, furniture and various receipts which, after being
digitalized, can be issued and transferred via their special institutions.
LB A -
Business values:
(D RKFEEFE T2 RAT, RFELE APP 8 PC B b ST JUT , JHFE— & HUE 1 SAFE,
MUATE B P RAT ok, HAg e S, WA HE 86 & 20 M RRITUR K & XU ;

(1) It greatly simplifies digital asset issuance by easy clicking on the APP or PC wallet,
which only consumes certain amount of SAFE, to issue assets in a safe and reliable way, with no
need to write smart contracts which often cause hassle and a lot of risk.

(2) fEZT ERATHE T 5 WA R —ETEAL, SAFE BB SCRR. X Hepi) Yo% S FF
SO OO A o B e e, B R HAM N FH I a2, nsesl . k. fTEL 48
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(2) Digital assets issued on Safe Asset all have unified graphics, i.e. SAFE wallet and block
browser supports, docking of payment interface, exchange interface and even other application
scenarios such as quizzes, games, rewards and bonuses.

(3) MAZ G & Ak, HAL SAFE 2L 5 X, Ttk 28t LT 557 B G e, K
P

(3) By cooperating with exchanges, it establishes SAFE exchange zone, to simplify the
process of transferring digital assets to exchanges and reduce costs.

BB TR AT 7 e R AR 2 Y s O 2 WU A K SAFE I, AT
SLPEKH 2 RS

The large number of users brought by each digital asset issuer will become SAFE users and
SAFE owners, which is conducive to the establishment of a large network ecosystem.

(1) kEaitEsTEErseis ., EAPPELPCERRLES S
—SEERNISAFE | SEIER=R {5 lT BELtf , SERON
SN R

(2) T8 LRGORFAFHEE OELASAFERAZS. R
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(3) FEBATAT  MUSAFERRK | Hik
FERTTE | R {ER A,

Z RN E Business values of Safe Asset

(1) KKWBTE=RIT, AT APP (1) It greatly simplifies digital asset issuance by easy clicking on
g pC et b SE LR, WHE—EEED the APP or PC wallet, which only consumes certain amount of
SAFE, A= KATHR, H 24w 58, | SAFE, toissue assets in a safe and reliable way, with no need to
W 'S R Re A AR RRITURT K B2 KU 5 write smart contracts which often cause hassle and a lot of risk.

(DTELHE B RATHE R 5E M (2) Digital assets issued on Safe Asset all have unified graphics,
Ak, SAFE ERELZHF. XHLM W8S HE. 37 | i.e. SAFE wallet and block browser supports, docking of
(HEOXN . KoArEOxHE, 2R | payment interface, exchange interface and even other
N A SR, skl Uik, T8, 4 | application scenarios such as quizzes, games, rewards and




55, bonuses.

(3) MG FrE1E, L SAFE 51X, fd] | (3) By cooperating with exchanges, it establishes SAFE exchange
W22t EREE S B S ATIAEE, FE{K | zone, to simplify the process of transferring digital assets to

. exchanges and reduce costs.

4.4
4.4 Safe Vote
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Safe Vote is a functional name of ElectionChain in SAFE. Safe Vote is aimed to research and
develop a Blockchain exclusive to voting, election and lottery, which supports American
Presidential Election as well as entertaining applications such as voting donation, voting quizzes,
campaign speeches and live broadcast, and election games. In Safe Vote, each voter performs a
real-name vote or anonymous vote with a real identity or virtual identity according to one's own
wish, and the vote can be validated to see whether it is included in the final result. By technology,
Safe Vote avoids disadvantages of paper ballots, electronic voting and network voting, making
election, voting for decision-making and public opinion poll more open and transparent,
preventing man-made interference to election results, and making the vote more credible.

4.4.1 M5
4.4.1 Application Scenarios

ZRTSCRIN A sz, k. REWRE., BEM. BE. 855, EH6E
WRSEIEERE . SRR R AR A .

Safe Vote supports election, decision-making, public opinion poll, voting quizzes, lottery,
donation, as well as some related entertaining applications including election campaign live
broadcast and campaign games.

PRI AE . A BR T 1L AR AR T DR 22 4% EREAT, HLanse BN AL E Gkt .
EM AN RAERE . HRRaEA . BT AR RARE, DLRE M 25 54

Voting and election: all elections and voting around the world can be conducted on Safe
Vote, such as U.S. governor and presidential election, NPC member election of the P. R. C., village
committee member election, voting by shareholders of listed companies and various network
voting activities;

RS AR B DUEAT A A%, Wi, hel, Jeg TRIF L%, Xkt
e, . SEAR =M

Decision-making: public voting by members on certain decisions or matters such as Brexit,
force use and commence of infrastructural projects. This method is simple for the voters to show
their attitudes by choosing from yes, no or abstention.

REFE: SRR~ RMARE R, — A SREE &R A kT, e g
FRARA . X RIS R VRS 55

Public opinion poll: seeking for opinions of citizens on certain themes such as presidential
support rate and views towards something usually performed in the form of questionnaire survey
on Blockchain;
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Voting quizzes: themes for voting quizzes are usually about popular and important matters
such as presidential poll and Brexit. People can guess which candidate or decision will win at last;

AR NATAT AR 2245 B igde N#EAT 4R, XCHUEE AT 1 3¢ T 1k IR AR ROk
NHIEEK, AL 3R E ] .

Voting donation: people can donate for candidates on Safe Vote. Blockchain can record the
donation to a candidate by voters or non-voters, making the donation more transparent.

GRS SINBIEVPE . Skl . EIRAIT 5. Seil e sRA A IR SRt S, A
REERE A RN, MEHEBUAINE .

Entertaining voting: with star selection, campaign speeches, live broadcast and rewards,
campaign games and other entertaining applications introduced in, ElectionChain is a more
interesting program, but a politicized one.

RSk REHIRATE S B R RSV RS A se AT, vl 5 E AR R,
LR BT RATRE, KPRy 5ok 5 B A E SR E N S E AT .

Lottery: In China only approved lottery agencies are allowed for lottery issuance. To avoid
conflict with national laws, Safe Vote will not issue lotteries by itself, and the lottery scenarios are
realized by cooperating with lottery agencies at home and abroad.

4.4.2 FME BT
4.4.2 Analysis on Business Value

LRI R L, QR 2t AT Rk 2, — IR ER SN RS R RS %
Btk B, —REHE, TR RIEAE R P Bt 73, TR B R IR R AR SR A R v
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Safe Vote applies to many scenarios. Once it is adopted for grassroots election, only one
event of neighborhood or village committee voting will bring tens of thousands of users to Safe
Vote. A live broadcast will bring it hundreds of thousands of potential users. As for entertainment
voting for stars, the number may reach millions.

A AT I, 2P P R, F P R B 2 R AR T 2 W 3 A AR AR AR 5 T
LRl RGN, WA NG 2 5 Z MR . R AR RS
SR/, R, WIS . SR 5 N2 AR, AR R
LifeZ 5&MEs, S MBS .

Therefore, Safe Vote has a great number of users and develops users through SAFE partners
attracting users. It develops SAFE users by encouraging participants to actively develop users for
SAFE by offering tokens to voting initiators, offering tokens to user participants to make them
SAFE users, and introducing more partners to provide users with more activities on Safe Vote and
thus make them loyal users of SAFE.
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BRI AN E Business Value of Safe Vote
=J7 1 Three aspects
B I EE AN, WiEART 7512577 | Encouraging participants to actively develop users for SAFE
TR 2 W ¥ e FH by offering tokens to voting initiators

MRS S5 H P, R, 5% 5N % | Offering tokens to user participants to make them SAFE users
M P

B 5 NEZ ) EE M, 1B E 2 B | Introducing more partners to provide users with more
e 58 MIES), MO 2 M ) S sE P activities on Safe Vote and thus make them loyal users of
SAFE

4.4.3 [ H 2
4.4.3 Application Case

LR 2017 4F 11 AR — AN XREERE RS, W& B/ A MHEG.

Safe Vote as a Blockchain voting system launched in Nov. 2017 has many application cases.

2018 F 1 H 1 HAE1H 9 H, 7 AREHN LA Be e a5 1N 0 A 3l T35 5 5245
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A college in Huizhou City, Guangdong Province first applied Safe Vote, a decentralized, fair,
open and just Blockchain voting system, in education field, instead of other online voting apps
such as WeChat. During the activity from Jan. 1, 2018 to Jan. 9, 2018, there were 8,672 students
(15,000 in total) in the college participated in the voting themed as “Voting for Year-end Bonus
for My Favorite Teachers” selected from 44 teachers and 10 instructors of the Institute of Finance
and Economics. At last, 3 instructors and 3 teachers won the voting, in addition to their year-end
bonuses, they were also rewarded with tokens offered by Safe Vote.
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EXOENTN RS Show Your Favor  Vote for Your Favorite

B Vote Chian

XHENTE R As long as you like, we support it.

BRI B IR ALK Voting for Year-end Bonus for My Favorite Teachers

—— “HARRFEEIN Tk - Selecting“Best Teacher of Huizhou Economics and Polytechnic College”
TEEhEES 2018421 9 H Up to Jan. 9, 2018

HEIEEE For more information

HIE “IRYIREE” S AR S Please follow WeChat Official Account “Shenzhen Bankledger”

F Bankledger
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5. System Architecture of SAFE
B 8 LT O B 2 A B FA R (R S A G RIS T KT & R GEAE R B 0 R
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SAFE is a payment and application development platform focused on application security
and privacy protection, and its system architecture is shown as follows:
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Z M SAFE Applications
=TT N Third-party Application
/&5 Safe Vote
ZMIKET& SAFE’s Underlying Platform
MO E Application Interface Layer
LB RPC 21 Safe Asset RPC Interface
ZAT RPCHEIT (¥R IR Safe Payment RPC Interface (Extended Function)
NI &MY RPC #:H Application Development Protocol RPC Interface
ZAT RPC 210 CEIRS 32 AF+7R M) Safe Payment RPC Interface (InstantTX + Coin Shuffle)
JERJE WL Underlying Protocol
IR EE Consensus Algorithm
ZHE WL Safe Asset Protocol
A Cryptography
BE S P Candy Protocol
P2P M P2P Protocol
HHEAL Smart Contract
F T R 4% Masternode Network
N IR Application Development
WH 2% Budgeting System
TATY Extended Function of Safe Payment

ZMREF G T, AR 7 IRE SN O R, JRE RS A DASH # i >k i3
WRE B, PP . T RS T RS, AL, IR T A BN T
RV ZHEIHV BRIV HEe S LD LAY R IR .

SAFE’s underlying platform includes the underlying protocol and application interface layer.
The underlying protocol includes DASH’s consensus algorithm, cryptography, P2P protocol,
masternode network and budgeting system, as well as SAFE’s exclusive application development
protocol, safe asset protocol, candy protocol, smart contract and extended function of safe
payment.

5.1 HRFE
5.1 Consensus Algorithm

W F2H SN DASH 4k 7K, RAERE L.




SAFE’s mining algorithm is inherited from DASH without modification.
(1) fEHH pOW LAERUEIIZH", X11 AR5k, KA 11 UURFE 1 Hash B3 (blake.
bmw. groestl. jh. keccak. skein. luffa. cubehash. shavite. simd. echo);
(1) It uses POW for mining, X11 Hash algorithm, adopting 11 times specific Hash functions
(blake, bmw, groestl, jh, keccak, skein, luffa, cubehash, shavite, simd and echo).
(2) ¥2H 7] LA CPU/GPU/ASIC, HRTH HLLL ASIC B HLA
(2) The mining maybe CPU/GPU/ASIC. At present, mining machines are mainly ASIC.
(3) 1" TR 45% MU AR, E797 R ZS3RTT 45%IL T, 10%%5 THREN;
(3) 45% revenue for the miner, 45% for masternode network and 10% for the proposer.
5.2 HhERE
5.2 Cryptographic Algorithm
WA L N DASH FILL R 4k 7R, [FIN 4k 2k 2 ) 2 (1) — Lo g 2 B, 104
LB s JE TN, FEW K
The cryptographic algorithm is inherited from DASH, Bitcoin and DNC2, in addition to some
new encryption algorithms introduced:
Merkle-Tree, ‘2l ] Merkle-Tree A= B IX BLrb Fr 722 55 1D HIAR,  DAfSEHEAT Hodls 58 B %k
TR
Merkle-Tree: SAFE uses roots of transaction IDs in the Merkle-Tree generation block to check
data integrity.
WAl B2 hnss (EcC) ik, LMK secp256k1 £k (1) ECC SAE N2 4 BN A 5)
AT
Elliptic Curve Cryptography (ECC): SAFE uses ECC of secp256k1 curve as its signature
algorithm to sign transactions.
MEAS B 2K blakes bmw. groestl. jh. keccak. skein. luffa. cubehash. shavite.
simd. echo S5 A L TIZN
Hash algorithm: SAFE uses Hash algorithm for mining, such as blake, bmw, groestl, jh, keccak,
skein, luffa, cubehash, shavite, simd and echo.
IS s BATIR A B4 BE AT SOIF,  AMERREURIE N 5
Payment by ring signature: Safe Payment plans to adopt ring signature for payment, so as to
hide the sender.
B SPH:  AHR S B B b BOR B4 B S sk, AEERE R IR -
Stealth collection: Safe Payment plans to adopt stealth address technology for stealth
collection, so as to hide the receiver.
[FIASEAR 22 AR A RS I AR B BT AT 0 e«
Homomorphic encryption: Safe Payment plans to adopt homomorphic encryption to encrypt
and hide the amount.
5.3 T RiPILE
5.3 Masternode Network
T R 45 /& DASH i B (AL B, [RIAE A 22 M kR o — A>T R B L 7R R
1 1000 1~ SAFE, 133 45%[I 4 MIZH YK aG, DASH 2k 4 4, F1 SECES 4700 4, %M
FLWAH, £ 3 H 25 HEA 1900 A7 8
Masternode network is DASH's most important infrastructure inherited by SAFE. Creation of
a masternode requires 1,000 SAFEs to be mortgaged, to obtain 45% mining revenue of the whole
network. DASH has been launched online for 4 years and now has 4,700 masternodes, while SAFE



has been launched online for 2 months and has 1,900 masternodes up to March 25.

FT R T 2 PRI SOAT L BRSO XTSI H $EEETIRE, KRR 2 1T
BE. MM LM A FAT B . oAbk . HEBARE . BB JLAN T et
pei g S E IS VA

Masternode functions on SAFE now include InstantTX, privacy payment and voting on
proposed items in addition to many future functions. To make sure that there are as many
wide-distributed stable masternodes as possible on SAFE, masternode establishment shall be
modified at the following aspects:

(1) —4EEEF A TR, £ TREELG vps RS # 1P Hitk. 269, Hiae—8EsE,

AR ERE T tRE: HATSCR R, JE2Ea KL VPS S fiti;

(1) One-key masternode deployment tool: the convenient and fast one-key deployment will
be available once the IP address and password of VPS server are set in the tool. The
tool support Aliyun now, and will support more VPS providers later.

(20 TR AT LR, TR AT R IT (L PR, DL 2 22 W PRk 1) 52 F I R A T 4%

(2) Masternode updating tool: Masternode updating shall be convenient and fast, to meet
requirements for rapid application development and upgrades of SAFE.

(3) B FENTHHLH], 1000 4™ SAFE Bi5E 6 N H LA LA RERE T 375 1

(3) Masternode modifying mechanism: the masternode can be established only when 1000
SAFEs are locked for at least 6 months.

(4) JEE RGO 375 i & 7 A E TR, a7 Bk, HLARE

FERE, BRI RO 5 AL ALK VPS IRSSAR, T A

(4) Later, masternode hardware box and configuration tools will be available. Masternode
can be established by connecting the hardware box with network cables before
configuration by the tools. There is no need to buy VPS server, so the cost is low.

RKRZMERILR] 1 A ETEEALE, AR RS T ROy R ECR B 115 2% .

SAFE is expected to have more than 10,000 masternodes surpassing Bitcoin and become the

world's largest masternode network.
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5.4 ARG
5.4 Budgeting System

TS 22 4t 7 M\ DASH 2K 7K ) — MR A RF AL XA BES5H o 22 YRR X B2 Wi et



A 10% CBEH 7000 4~ SAFE) A4, T E 3 Rl g A

The budget system is a distinctive community governance structure inherited from DASH. In
each block of SAFE, there is 10% mining earning (7000 SAFEs per month) generated by
“superblocks” at the end of each month.

BAS A, AR NI AT 1A 2P B R RS, B S PR e, AR R R R
BED 10%HIM % F R FEE, BT RESE—RAIE BRI, [ oHERIR RS
5 SAFE, FH 5% B IR e xf 22 W+ X AT 35 B ) 10 H BRI R T H

During this month, anyone can apply to SAFE for budget, which will be determined after
voting by masternode users. Any proposal needs to obtain the agreement of 10% of the
masternodes, based on which a series of “superblocks” will be created at the end of the month,
to pay the SAFE consumed by the approved proposal with a view to funding the promotional
projects and research programs conducive to the development of SAFE communities.

5.5 B IFA ML
5.5 Application Development Protocol

LR T — BT 2 O A XCHRBE R T RIARAE M, TR O N T T B B 58—
Ao NHTFR BTt B e iEARSEHE “ X PR+ HRmg Ak B A e AR A S HUT K
XHBEN ] AT RIS FRIIRE . 28 . 2 B0 AE 2 W N I A s B R E . Jk 22
MFF R BINH, FATTFRZ A Safeapp, THiFK Sappo

SAFE provides a set of standard protocols for developing it Blockchain applications to make it
an application development platform. These application development protocols are aimed to
help enterprises and institutions to develop Blockchain applications so as to implement their
“Blockchain+” strategies. The extended functions of Safe Payment, Safe Asset and Safe
Investment are examples of applying development protocols on SAFE. Applications developed
based on SAFE are called Safeapp (Sapp).

NEFHIT R AR N R . N AR e « N B 5N 5 508 N it fr 8 A
WAL, M Sapp BT A R ARED : IV M-> AL BRBERE -> 2 I A -> B FR 22-> 2 H]
1B17

Application development protocols include application registration, settings of application
rights, read-in and update of application data, and retrieval and query of application data. So
Sapp application development processes are: application registration -> settings of rights ->
application development -> application deployment -> application operation.

22 S FH L AUSEAE %2 W _EREAT Sapp SLAVENT, A BB MR NS RETGT
RN, RERGE— e HeE 1) SAFE BN FHAFRA MR, TEMAL ST ami%se, iE

SAFE application first must be registered as Sapp on SAFE so as to be accepted and identified.
The registration need no review but consuming certain amount of SAFE with non-conflict
application names. When the registration is passed, the registered transaction can be identified
on SAFE.

N FRLBRBERE , g SCUIRLE T = m] LA [ MR B 7 ] i &, IR 8 8 i@ I T A7 H E X
1HL 22 [ fie 15 B R T R s SCRH P 50 182 FH iy 4 PR 7 [ 28 A AR o S F P 225 N — S H i 4
FIX Yok HAAZ 5 ) Ko 24 WU, BT A =9 s 25 7 S S 4a HE 7 T 2 o) BB R A L7 ) A
PR, TEAUPR B 5 S K piAa 4

Settings of application rights are used to define users allowed to access certain application
commands. These application commands are customized by the developer, but SAFE can help



developers define users’ access control rights to application commands. When a user writes an
application command to the Blockchain and broadcasts a transaction to the entire network, all
nodes and clients will check their access rights according to the table for access control rights,
and unauthorized operation transactions will be rejected.

N ERE 7%, BRe A giht, FoAh R A LA RPC #5211 75 G 22 X 3%, IR R
FE 7 B i B8 Sapp HIAT, TEHRAEEMHEE

Application deployment method: Except for Safe Payment and Safe Asset, other applications
can connect to SAFE as RPC interfaces. Developers can deploy Sapp only on nodes they need.

B A B2 7 (A S B B 0 77 7%, FIT A )220 Sapp B0 B4 78 22 0 5 e
AP, AR AN Sapp BT s BEHEIZ TN 1D 1 Sapp Hidf , (E2 Jovk IER g b t B A4 Sapp
Ktk

Data retrieval is a convenient way to query local application data. All Sapp data on SAFE will
be stored in its nodes. Nodes with no Sapp deployed on can identify ID of the Sapp app, but
cannot properly parse the specific Sapp data.

LN E R IS AFAE % BT Sapp SEFRAELAMESE, B G F AT A&
2y, IREH5XIEEP S, RO Eg T a4 API A1 SDK,  #E— DAL HI T A

SAFE’s application development protocol enables more standardized and convenient
development of applications on the platform, without developing any smart contracts, which is
easy to be combined with Blockchain middleware, and provides SAFE’s middleware APl and SDK,
further simplifying application development.

5.6 ZH MY
5.6 Safe Asset Protocol

AUE TR BRI 2 A B, iy B iem. AR, EE. R, OF
A BFANRMESE. 2B, R Em g8, =Rt 7S5 kAT BT,
il Bk ARPER. WRER. WSS MR, JPREFUETHS RS MM,
W B MORAT AL SRIRBRAT . Fik 585 B2 nl LU RAT AR Fide7 AR ML
Mo I EAE—EIE R T T S eSS .

Asset here refers to valuable transferable data such as bonus points, digital currency,
receipts, credit, insurance, loan and digital RMB. Safe Asset protocol as SAFE’s asset management
protocol provides multiple operations such as digital asset issuance, additional issuance, transfer,
destruction, candy distribution and candy acquisition and query, based on which users can make
their own portfolios for different application scenarios, such as digital currency issuance and
transfer; Bill of lading issuance, transfer and destruction; and even issue bonus points and digital
RMB at the same time, and exchange them at certain exchange rates.

LR BE— DR RKATHT &, AR RAT 3T BEE . 87 RkAT 7 R
% S00SAFE (#IF[A]I )8, fx /b S0SAFE). B AARAE A . JUA i@ B A AT 87
ViR MR XHBENI VRS . BT O SCAHED AR A 3hscRE, KKBRIR TR
7 B3 7 RAT A AN ]

SAFE provides a platform for asset issuance without endorsement and audit on the issued
assets. So asset issuer can issue a digital asset with a unique name by burning S00SAFE (at least
50SAFE, decreasing with time) with a few clicks. SAFE wallet, Blockchain browser, exchange
interface and payment interface will provide automatic supports, greatly reducing developers’
cost and time on digital asset issuance.

2 LR B Gt M R BRSO A, 7 ZEHFELL SAFE THT A 5 3. %M
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SIS,

All SAFE assets are sent from and received at SAFE addresses, which consume transaction
fees priced in SAFE. The team will launch SAFE exchange zones at multiple exchanges, and tokens
on SAFE will form transaction pairs with SAFE to facilitate the establishment of the network
ecosystem.

5.7 FEAR MY

5.7 Candy Protocol

BRI VR S8 T2 B b — MR R I o 32 2 AR - ARl i 22 B P BURAT A T,
RTRAT 7 75 A RATAAT ) 0.1%~10% 77454/ SAFE [HFA#, FHARLLHI BT RAT
JifaE .

Candy protocol is a special agreement in Safe Asset Protocol System, and its main philosophy is
that token issuer needs to give 0.1%~10% of newly-issued tokens to the SAFE holders at a specific
ratio designated by the issuer, when issuing tokens according to Safe Asset Protocol.
FEMFARES: RATRME, FRRZE 0.1%~10% 08 M 2 — MR HhhE,  SAFE #7f5
BAEEE T B mih AT SRR, R — B SR 22 5, BV AT SR SR b b s T H
TR S . B SR AE 1-6 N H W B CH AT 7 5€ 30, B 5 KA e PR Wik SAFE
A& B, s Tt AR SR wkom ik, HoAth A\t T8 i A .

Its main technological idea is that during the issuance of the tokens, 0.1%~10% of them should

be sent to a new candy address, facilitating the SAFE holders to take candies of their own just by
clicking the wallet and making a candy-taking transaction. These candies can only be obtained
between 1 and 6 months (the specific time is determined by the issuer). The candies which are
not taken by the SAFE holders within the validity period will be unobtainable forever for anyone.
SN (1) BLEE P A AT I (R IX oy PR S0 SR B (2) SAFE Hihlh b 40H K T4 T 1
() SAFE HrE, HNABESUR (3) L LLEIURME R, THET5: IRIRE R B =2 W% bk
BRIV RBER * (AR SAFE /A M O P2 SAFE £ia), w0 T R b R4
/N 0.01, NHABESTEC (4) BEFOPERA RvF— R VESUE e S, ANAT 24 (5) BEER
R CEEEH, AREMHL.

Rules to obtain these candies:

1. The number of candies is calculated according to the block snapshot at the time when the
asset is issued.

2. Only when the number of SAFEs in the SAFE address is no less than 1, the candies can be
obtained.

3. The candies are taken in proportion by an Eq. —the number of your candies = the issuance
volume of the candies in the whole network * (the number of SAFEs in the wallet / the number of
SAFEs produced in the whole network), if the number of available candies is less than 0.01, the
candies can’t be obtained.

4. Each kind of candies must be taken away at one time.

5. The candies can only be obtainable within the validity period.

5.8 FEESH

5.8 Smart Contract

R L H AT I AR 22 A RS, R 22 X ARG B Be & L E D B HER T, T e %
T R 22 4 i /2 N T R B /5 oR, — S8 BN BB AT BEE FH BB RE & 20, Bl 22
WK AE JE WSl AR RES 4.



Currently, smart contract is facing a great risk in security, so SAFE uses many other protocols to
meet the requirements of application development, instead of taking smart contract as a primary
application. However, some more complicated applications are likely to need smart contract, so
SAFE will introduce smart contract later.

H AT AR B R R LAUOKY; EVM B2 F, DUKY R A& 4078 B AL X IR H B
2, WM EE . EVM R I X B Cad — SR, ZMESER
SEROR A S0 B RE B 202 E R EME,  HE — SR Be & 200 22 AR RIS R 5 1) 44
2, RO R S 2 UL SVM.
At present, the technical route is to apply EVM as a priority to SAFE, because EVM smart contract
has a wider application in free community. There are already some cases revealing successful
application of EVM to bitcoin-like Blockchain, SAFE will refer to these technical routes and
knowledge on smart contract security, to formulate some security rules on smart contract and
access permission system, thus forming a unique SVM — smart-contract virtual machine.
SVM CREAE BATR D5 T N o 8 B 5 20 2 Atk
SVM will enhance the security of smart contract in the following aspects:

(D Bae &AL AU, HAEKATE REA 20 75 1R AR b AR A 5 . JEARAS 1
e, B IEVEACHS 5 4 3 e AR AN — 2
(1) The code of smart contract must be open source code. Meanwhile, when smart contract is
issued, the codebase address and version number, and Hash of source code must be provided to
prevent the inconsistence between the source code and the code compiled.

(2) BHeAELE AR, Har A8 ae s QA 8et, JRELE AR AT BT 1) &
REA A HAEAT 2 11, PRI AE S L6 42 RS 23S AT AR AN A% IR O T, KRl AR U7 in) 3R 15 5
AR U7 T ) R BB A VR AT S A BE VS R FR E R RS 0B, iR et
(2) Access control on smart contract interface. Many smart contracts have currently been
attacked. The reason behind this is that all interfaces are accessible to anyone. Therefore, in case
of a loose check on some interfaces, the illegal visitors will obtain elevated permission; access
control can make a setting only allowing authorized addresses to access to some designated
smart contract interfaces, thus enhancing the security of smart contract.

(3) HEET AW MWENLE], — B IR, TR R RS20, RNt
GRS T B4, A G E R AL B T LS TR . BB SRR Be A 20 5 NI R AR
B
(3) Frozen smart contract and its thawing mechanism. In case of emergency, the developers can
frozen smart contract and the asset in it, and thaw the smart contract when proper
countermeasures are taken. The specific mechanism depends on the specific documents
introduced by smart contract.
5.9 A fE

5.9 Extension of Safe Payment



H AT DASH Ji/Z Q2R L seiy SO MBS AR I IRE, 2Rt — b inig, FZHAUT
JUASThfE:

The DASH underlying technology has currently offered real-time payment and privacy sending.

Meanwhile, Safe Payment will be further extended and have the following functions:

5.9.1 HEINELIK 57T

5.9.1 Transfer note

B ERIKZ HHATUE — Bt %, UMHREEEE, INE&ERE XS0 E, aThle
B SCEIN S SO, W5 ] P AE X B B N id .

Every transfer transaction can be recorded by a note, to facilitate subsequent review, the note
will be written on Blockchain in the form of cleartext or encrypted text, to facilitate users to make
personal records on Blockchain.

5.9.2 MEHKRIE

5.9.2 Ring signature dispatch

IR RIER LM 2 PRI IR —, HA s (VBB FEERIUN T A2 5%
Yy ANLEFPGEH T QARG AN A RITEAEAT R AL, ARehiE SR 4
)Tk EEAL : Brai & RIEIR1G T A AT e A4 F R, B8 B WA RBERA BT 1/n,
Hor n RATREE L E N EHIREREOR, Bl 7 RIEE, BT —Rigm.
Ring signature dispatch as one of PrivateSend functions in DNC2 includes the following features:
(1) signers can select public key for any user to take part in the signature, with no need to inform
the user; (2) unforgeability: any private key of any user is unavailable to outsiders, so forging a
legal signature is impossible; (3) unconditioned privacy: even if attackers can obtain all possible
private keys of signers, the possibility of recognizing the signers is less than 1/n, where n means
the number of signers. The sender is hidden because of the ring signature technology, which is
equivalent to carrying out a coin shuffle.

LW 3 MGG ARIZITOR, LB KK

SAFE will continue to carry forward this technology, and make efforts to realize ring signature
dispatch.

5.9.3 BREGK

5.9.3 Stealth collection

Ko £ i[RI /2 CryptoNote B 5EAEFH IIBSFARIAR, U EAHIR] th 242 55 FH 28 # Wil (ECDHD .
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Stealth address is the privacy technology initially used by CryptoNote, sourced from the ECDH.
The receiver uncovers a special address called stealth address, the sender sends SAFE to this
address, attached with a one-time public key, the rival is unable to find any transaction from this
open address, but the receiver can get tokens by working out the correct receiving address and
private key according to the attached public key.

N2 RAE RS SR AT LAl — AN TR AL AE 5

The combination of ring signature dispatch and stealth collection can form a more private
transaction.

5.9.4 &AL

5.9.4 Hidden amount

() 285 0% 2 o T 5 M R B SR 2% I B R P S B 2 R o 0 22 0 [ 25 o 1) 0 Ak A 3
—AN Y, KX AT AR, LA RS YRl — D5 i AR ORI Y SR AR B s A5 B B 5
RRE—FEH.

Homomorphic encryption is difficult math problem-based cryptography computing complicated
theories. According to the data processing by homomorphic encryption, an output is gained and
then decoded. The corresponding result is in great agreement with that of unencrypted raw data
by the same method.

ZAEEE R T e, Bl A [\ B RIE T &R X, HABANBEARRASH, H2 (D
RERSIIE X MEAAEL A Il & (20 B AT LA#ES k<G8 Bl P 2216 9% .
The feature is applicable to hidden amount. If A sends B the amount of X, which can’t be seen by
others, but (1) it is confirmed that the amount of X will not exceed that possessed by A; (2) B can
decrypt the amount and can spend it.

5.10 P2P #pY

5.10 P2P protocol

L P2P PRBGE LS T P2P PIMHESE, (EbILAt BBkAT | —od™ e DLIE N 5 25 1)
B i AN 2 A AF I I RR SR, BORTT R AT A A

P2P protocol of SAFE continues to use P2P protocol framework of Bitcoin, based on which some
extensions are made to apply to the subsequent requirements of instant message and
decentralized storage. The relevant technical scheme will be announced separately.

6 LM IR T %

6 Technical Scheme of SAFE

LB TT RG> X7 % BT RIEREARTT R BN IR T 555 . REFOR
T RAL ORI, A IEENTR, AL TR B, BmA e eeA &5, R
B R e . 22 HAE 2 B R S TT S0 T3 AT A

Technical scheme for SAFE includes fork scheme, technical scheme on application development
system and technical schemes on various applications. Some of them have already been
successfully implemented, some are under research and development, and some are still being
planned. Therefore, please refer to the latest white paper, lest these schemes might have some
modifications. The technical implementation scheme of safe vote for SAFE will be announced
separately.

6.1 7> XHARTT &



6.1 Technical Scheme on Fork

6.1.1 7; X J5 3

6.1.1 Principles of fork

EX B 807085 #EAT4r X (RIJLZTISE) 2018 4 1 H 20 H E/F 10: 30 /£4), HifE
JPtignts = AR5 807085 ANXHL, XX IFRA SAFE @t H. EXANXEHTE, KA
coinbase %, %t 2100 /A~ SAFE FH 7 BB L, BAET TXRE. XX IURIHEE
HE N DASH GHEMEE . Nonce N 0. ™ L5 4E NXE /¥ 807086 JTUH12, coinbase i
HKE | F K DASH 22 iR .

The fork was made at block height of 807085 around 10: 30 am, January 20, 2018, and then the
807085 block produced by hard-coded procedure is known as the creation block of SAFE, in
which there is only one coinbase transaction, outputting 21 million SAFEs to the official wallet
address, without mining bonus. The difficulty of this block is reset to that of DASH creation block,
with Nonce being 0. Miners began to dig from the block height of 807086, thus, coinbase output
is recovered to the original DASH rewarding rule.

6.1.2 XS

6.1.2 Relevant parameters

6.1.3 ML E i

6.1.3 Configuration files

A A7 TR R AR

Route to save data

Linux: /root/.safe

Windows:C:\Users\F J 42 \AppData\Roaming\Safe

LWL

Names of configuration files

Linux:/root/.safe/safe.conf

Windows:C:\Users\H J* 44 \AppData\Roaming\Safe\safe.conf

6.1.4 75 45

6.1.4 Transaction structure

MIXBeiE B 807085 JT4h, FEAC H &kl s, 85m 7 A F-EL:

There are two fields added in the output of transaction structure, starting from the block height
of 807085:

(1) X 807085 JHif , 22 G M A 5 (nVersion)ly 101, LA DASH 3ZZ A5 A 1
(1) From the block height of 807085, the transaction version or nVersion is changed into 101,
while the previous DASH nVersion is 1;

(2) nUnlockHeight B, TR LLEIEIN SAFE BiEThaE, ERIAEN 0;

(2) After nUnlockHeight field is reserved, a new function to lock SAFE is added, with the default
of 0.

(3) vReserve 7B, FRONHIEAEX, NFHEEX &R 3000 5795, &N 4 4
FH/NE“safe”, LMET IR, thln: 28, 28, <. BitE85%;

(3) vReserve field, known as application data area, has the maximum 3,000 bytes and the
minimum 4 bytes of lower-case letter “safe”, to facilitate the application development, such as
safe asset, safe vote, safe payment and smart contract.

6.1.5 X Haft & F 4L Jih

6.1.5 Block difficulty and bonus



(1) IXHREEE 807085 JT4f, XANILAIAERE Ny DASH GUHHRIHERE, 5 1 X P o B2 50
WA, FNy: #1100 NMXYCRE BTC tHEHIN, /5 100 MXPCRH k6w 15
U, 200 NMETERUEYIHE] DGW THERIN: AT 200 XU R, RS
fiH DewW MEEEIHEE R, SMURLERFAE 2.5 Bt A
(1) From the block height of 807085, the block difficulty is equal to that of DASH creation block,
while the difficulty of the subsequently-generated blocks has some changes as per the rules: the
first 100 blocks adopt BTC computation rule, the second 100 blocks adopt KGW computation rule,
after that, the computation rule is switch to DGW. Therefore, the first 200 blocks are generated
fast. With adoption of DGW computation rule, the time of generating 200 blocks will keep around
2.5 minutes.

(2) PUNBEAC T HMERE, A 7 PRIUE SAFE FRIF24 7= & 5 DASH — 2, M X 807086 JF

f, XHP=REVEAFTE . DASH [ X Hir= & 2222222/(((Difficulty+2600)/9)72), 1k 5 /4
DASH, 5 25 /1> DASH. T SAFE ey f iy i I8 5 A SAFE, DARAEX B~ & 5 SAFE B
T AAH AR IR — 8. A SBUESEMAT A LA, DASH FEXMERETRFE, A fe
SPem XY, 1 SAFE A4
(2) Because of the reduction of the difficulty, the algorithm for block production changes from
the block height of 807086, to ensure a same mining output by SAFE as that by DASH. The block
production by DASH that is 5 at minimum and 25 at maximum is
2222222/(((Difficulty+2600)/9)2), while the number of SAFEs for the block production is 5 at
minimum and maximum, to ensure that the block production and the number of tokens are
basically the same as the figures officially released. However, the subsequent activity may be
impacted. As the difficulty is reduced, the block production may be increased by DASH, but it will
remain the same by SAFE.

6.1.6 fith
6.1.6 Mine pool

v

Mine pool

it 5 E A B e

The mine pool needs to be modified in the following aspects:

(1) MIXHmFE 807085 FHuf, ZZHMUAS 101; A X HLBTE coinbase fi i 4544 H 4
vReserve. nUnlockHeight PAN7-B; vReserver K/NA 4 N1, WHN/NE “safe”;
nUnlockHeight {E A 0;



(1) From the block height of 807085, the nVersion is changed into 101; when the block is
generated, the two fields of vReserve and nUnlockHeight are added into coinbase output
structure; vReserver has 4 bytes constituted by a lower-case letter “safe”; the value of
nUnlockHeight is 0.

(2) WARAE A DASH HIAFRUIX Bl i) H 5%, 75 ZMER DASH A 5% 3CfF
(2) If the list for DASH block data storage is needed, the relevant DASH documents need to be
deleted;
6.2 NI A BX
6.2 Application Development Protocol
AW e 7 S AR (W 6.1.4), Frb i N FH B0 X A7 I Eds Bt 224
G RS, DRI =07 N B N .
We have extended the output structure of transactions (see 6.1.4), with an application area to
store application data including the data of safe payment, safe asset and safe vote, and other
data written by the third party.
N OT R AR 1ROV N BBRBE « N B 5 NG T LR -EE, E SCTHER
PR NE . ARG AN A2 Hlfs 1 1] 7L
Application development interfaces include some common interfaces such as application
registration, application permission setting and application data writing, defining who has the
permission to write data and what kind of data can be written.

H HTAEAT A AT DA AR B NAT Ao 250808 31 A7 B 4 LU ARr R AT LUK , 3 i X HusE b by 30 45080
2, WA NI AR D, AR B I R
At present, anyone can write any data to the public chain like bitcoin and EVM at a low cost,
leading to a flooding of rubbish data on Blockchain. SAFE hopes not to abuse the application
development interfaces and not to generate rubbish data.
PATF R FF R4 1 (R 1 FH A8 75 220H#E SAFE, DRTfEIS RPC #HAT A, & #ALREEHE RPC
RS5H SAFE 7 RiJT)E VR ELIhRE, I HA 2UEH) SAFE E4i.
SAFE is needed for the calls of the following application development interfaces. Therefore, if the
calls are made via RPC, please ensure the SAFE node providing RPC service opens the wallet
function, and has enough SAFEs.
I P el DX b, NP Sk SR T

In the application data area, the structure of application head is as follows:

7 FH 40 X Ui B
Application data area Statement
safe ZRB RN, NG
SAFE sign in low case
A5 IV PN NG
Version Version of application head
M 1D ARG AP E— N 1D
Application ID The only whole-network application ID distributed by system
32 iy 4> JS2 B B A4, BT B
Application command Application command in application data, defined by users

L r N i & A I 1% L FH Bl X A, (B 22 RHs 2 3R T B NS Sk s, E RN T
RELL R Z HR N i &, BEAT R FIBBR P, ORIUERL #2122 4tk

Application command is supposed to be included in the application data area, but SAFE places it




in the application-head structure, to enable the SAFE underlying identification application
command to conduct application permission control, thus ensuring the security of application
interfaces.

6.2.1 M

6.2.1 Application registration

L2 L FH T A RT3, R AT TR AN 4 Be g 22 PR IR, 22 W1 s AR LA At
AR VAR B LN 1D 2N, SRR R A AW s AREN N 5 N HE 218 H
BAEIX, Bt mEL.

Application registration is the prerequisite of application development. Only registered
applications can be identified by SAFE, and SAFE node and wallet can classify the application data
into the correct application ID for subsequent retrieval and query; the data in the application area
written by unregistered ones will be rejected by the whole network.

JS7 A B FH = A R FH B AR RE 500 AL SAFE, Z& AR 17280 MXE (K& 1 A
HEFED 98b 5%, BEEIERAK 50 M, H IRtk 22 N I & 7 5 1H 5025 R 2 5 T K 2
ILF S ORAIE 22 X L PR 7 P 500 S A R Tt S o I 800 n B 22 I O A I 674 . (ELAE 22 Y
b0 N S P s o G VAR S M ) e P D W U L= b R WA

Application registration fee: 500 SAFEs are burnt for application registration. This figure reduces
by 5% every 17,280 SAFEs until the figure reduces to 50, aiming to enable SAFE application
developer to prudently consider whether the SAFE application should be developed, thus
ensuring the application data is valuable, and preventing the rubbish data from burdening the
SAFE storage. However, application registration fee is no needed on the network testing SAFE, to
facilitate users to test applications.

IS P R I 1) 22 ) 4 ) i — S LRIV I A 5, AR BN FH 4G BRSO Wt B
LOGO ff] URL. NI URL. WHE A RIS 14, S A FRRAZ A 4 I ME— 1) o [ I
SCAS 7 A2 S R A 2 21— N RE i 1 SRR b bk DURRGE SAFE, AT fa] A #RTCV3R [ 4 A B 11
SAFE.

During application registration, a transaction for application registration needs to be broadcasted
to the whole network, elaborating the application name, developer, website, URL of application
LOGO, URL of application cover, website address and a brief introduction. The application name
must be different from all other names on the whole network. Then pay for corresponding
registration fee to the given blackhole address to burn SAFEs. Nobody can retrieve the SAFEs
burnt.

N FHEM T FATTUA B %, R BB 85 SAFE, Ff HARIERFH A M e mE—r), BInriReg
R 1D A2 5 1D FEEL Gk 2RSS 5 T AL B X Bl e 2 52, BIATAESE 5
SUCPNDAEE (/P

Application registration does not require the review of any institute, just needs to burn enough
SAFEs and ensures its name is unique on the whole network, then application ID, transaction ID
and manager address can be obtained. Once the application registration transaction is sent to the
block and accepted by the whole network, application data can be written in it.

Fh R D fEE SRR N R B AP HEN R 525 1D ARG B 51N B bk
M SAFE ERAELH I — N hil, BRIATE LR SR SAFE IR/t , an SR RE s bikAT 21,
2 H Bk 5 — Ak

Application ID will be often used in the subsequent application data writing; transaction ID is to
check the transaction details; manager address as an address in SAFE wallet is for receiving SAFEs



in case of default, if there are several manager addresses, the first address will be automatically
selected.

6.2.2 N H A4 it

6.2.2 Design of application command

TEMGF R, — 8 EARREAT N a4 Beit, A2 T 22 N FH B0 N 3 53847 R e A A s
REEH . MR EH B3, — AN H a8 — DR RS LRI, B RES 2 10 B B AR AT
CAR AL, BRI e & 4 5 BAE RS R BOT SRABURIE ], A LETE R R

After application registration, design of application command needs to be done first, which is
equivalent to systematically analyzing application scenarios for SAFE and spotting the demands.
From technology point of view, one application command is like a smart contract function that
can be called by anyone, so smart contract needs to do permission control on each function, so
that unrelated users are unable to call these functions.

LRI T AR A BRI = N P A BR AT 40 A 380 12 FH iy %, B0 22 PR e 22 T 428 R e AT LR
WAL 7 ] iy, FLA N VAN T B T3 HR BT A 7 P et R AR P A b ik #8  5 F R SR AR
AF AR

According to the rules for SAFE application development system, application permission is
elaborated to application command, i.e. SAFE underlying technology decides who can call the
application commands and which kind of commands can be called. The permission to read all
application data is the natural permission for all addresses, which will not be mentioned
separately.

ARG B B A A BT R . A MERHR R RS, RMAKRMBEEEEE, XX
R HATR, HEZFKIERESE 1D, EFEHIBEEE ID. EXLHELELR ID BRY.
XA L B 1 I i A B0 R s

Now we will take an example to describe the whole design process of application command.
Sellers launch information on film tickets on an online movie ticket ordering system, to facilitate
buyers to make an order and payment, they will send ticket ID to the buyers, then the buyers can
go to cinema to watch movie by showing the ID. The application command design related to the
application is shown as follows:

RACA Initiator VIEEPN [EES 4]

N 44 Application command All people Seller Developer

MR 2K v
Registered sellers

BEL LA S Vv
Review results on sellers

RAT LB y
Launch information on movie tickets

AR AT \

Make an order and payment

RILEHFE D v
Send ticket ID

T R AT AR 13 4 A TR 4 QT AT LR JF R X BV G
SRR H B ELR 25 0 R P85 L o LT W L3 1 2%,
A REHET T 53

The “¥v” in the table represents correct application commands. That is, all people can become a




seller after registration, developers are responsible to review these registered sellers and then
send relevant results, after that, the sellers passed the review can launch information on movie
tickets. Only when the table for application design is mapped out, can the next operation be
done.

6.2.3 N HIRUR ¥ E

6.2.3 Application permission setting

22 A B P RS BR A 2 2 418 20 8 23 A migtb bk xok 12 FH 4k 1 5 R BECR AR, 0360 A S Ak B0 5
S 137 FH Hicdfs o B B i 2 (S ST AR o Gead Bk R A 50t fE BT MR S
BEAT L P AL BR AR AL, o

SAFE application permission system is the permissions of writing and updating application data
through some public keys or addresses, also refers to the permissions that detail the writing and
update for specific application commands in some application data. With the above-mentioned
design on application command, it is easy to regularize application permission.

I FHAS PR 42 110 200 P A 38 O st hk SRR FH » A8 B GR b il R st 2 BROA S O i — A AR 5
NP S s, i G 75 B 2 N HTBCR AR o {H — AL 7 B AN BE 2 58 S5 — R H]
FIALIR o

The interface for application permission setting must be called by manager address that is the
only authorized address to write application data in case of default, and is not restrained by the
rules for application permission. However, the manager in charge of one application is not
allowed to define the permission of another application.

Wiz, EERANIN. M. B A e ERERCR, R by o W=
AR A AL, IRy o WFE A R a4 . F 2 .

Through this interface, the manager can add, delete or update the operation permission of some
public keys or addresses. If the address is 0, it represents all public keys or addresses; if the
permission is 0, it represents all application commands. See the following example:

IR BT R RS, B EMNA ID A 1001, 5 5 A4 1 EMBER 2.
FIXHZEER 3. RAMHBEEGEE 4. AR 50 RIEBEZE D R LR A
L¥citER, N A AR N PR

Assuming that the application ID of the above-mentioned movie ticket ordering system is 1001,
there will be 5 application commands needed: 1 registered sellers, 2 review results on the sellers,
3 Issuance of information on movie tickets, 4 make an order and payment, 5 send movie ticket;
according to the above application command design table, the table for application command

permission is shown as below:

KL Address of initiator | T Huhik [EES:iR:IR TR e b
%5 Command code Addresses of all people Address of sellers Addresses of
developers

HEMREZR 1 v
Registered sellers

BEL AL v
Review results on the sellers

> (2
RATHEFZEEE 3 Vv
Issuance of information on
movie tickets

R FITH 4 \




Make an order and payment

RIZHEE IDS i
Send movie ticket

= eSS WIE
Rules for three permissions:
(D A% 0+1. 4, BIFrAHIEE TN AT T 5
(1) Public 0 + 1, 4. It means all addresses are available to make registration, order and payment;
(2) FZhAE +3. 5, BIREHbE AT R AT G R, KIZHEE ID;
(2) Seller address +3, 5. It means all seller addresses are available to issue information on movie
tickets and send ticket ID;
(3) JFArHibb+ 2, BIIF AR HIE AT AR 2 A S5 R, JF HL i ZARE 2 bk e i
K43, 5 AR
(3) Developer address +2. It means review results on sellers can be released via developer
addresses; according to the seller address, the permission of sellers +3, 5 can be set.
IR AR EI W] — R B e, AT IR E o 5 30 ] I R SE A IR, a5 1 1 2% RO«
I AE-3. 5; BIEUH 1 bk AAG R SRS BAAGE RZSE 1D HIBUR, ROy 1
FrHdE .
The above three permissions can be set at a time or several times. Some permission can be
deleted subsequently. For example, two rules can be added: seller address -3, 5; it means the
seller address is changed into a common user address, because its permission to issue
information on movie tickets and send ticket ID is cancelled.
IS PR Gy R BEAT N AR BOE S5, R RGE— IR BCE S 5 Bl M, 238 il E, B
AT RURH P i S o i HEAZ AN PR A 20K PR S 2 BH sl bk of 2 F i 4 1R 5 NASLRR, FE 4 AR 4%
R L iy 2 (5 5
As application permission is set via manager address, a permission setting transaction will be
broadcasted to the whole network; once the transaction is confirmed, writing permission for
application commands will be restrained by all nodes and clients via public keys or addresses as
per the permission system, and the transactions related to unauthorized application commands
will be rejected.
XL AN AR BEE R G0 2 W R T A A v — Mg R
This set of decentralized application permission setting system is an ingenious technology in SAFE
application development system.
6.2.4 NMHAKEEAN
6.2.4 Application data writing
M T RS, BUAT IR 258 5 5 NN FHEE 1, G iR B #Ah 3t AT NI BUR ¥ g, BRI
BN HA B bl B &S ABUR
After applications are registered, application data related to SAFE transactions can be written; if
there is no additional application permission setting, only manager address has writing
permission in case of default.
I i 4 A S RN T A b, BRI AS A T iR B iy v LR B, 2 s ) 45 4 13
i
Application commands have already been written at the application development interface, thus,
will not appear in the following data structure, structural design of application data is as below:

EEELES EXZ




No. Application data item Statement

1 A5 T RA T 2%
Version No. Used for version update

2 55 N2 i 4% R 8 B H & CHHE
Self-defined data corresponded to application command Self-defined data

USRI T 5K U s 7 A B T e T P A A T

If encryption is needed, another two items need to be added between the above data items.

2 T B Jo. AES B ECC
Encryption algorithm None, AES or ECC

3 FHEMCTT o~ B0 1) 55 41 WL AES INZTE
Secret key encrypted by public key of the receiver If it is encrypted via AES

A N F S TR R DR A, AT bR F 22 X R B SO D RE . BIRTLE 3-4 RPN BN
It only takes 3 to 4 seconds to confirm some application data, in case of calling InstantTX function
in SAFE.
HEAS LB X H FTRIBR ]S 3000 7747, B ds BT S A0 S FH B I 8 s o5 A, TS
NI EIR AR .
The current space in the entire application data area only accommodate 3,000 bytes, part of
which is occupied by part of data of application head and application data items, so the remained
space can only accommodate limited new data.
6.2.5 AL G B
6.2.5 Extra transaction fee
RN BRI 2, BN HIAE 5 K, AAAEAR 2 B, S g hn 22 i i 9 4H,
PRI 22 W LA W7 P Bt A0 0 52 2 98 14 75 SR BR 1) 52 53 B0 JE (BN FH A R 40
As SAFE application is widely applied, some application transaction so frequent that many
rubbish data are generated, which certainly will burden the SAFE. Therefore, SAFE uses a way of
requiring additional transaction fee to restrain the number of transactions, unvalued applications
and data, with the rules shown as follows:

BRI RE 4 D71 (SAFE) Hidls, AYUESINE 5 3
- In case that the data in application data area only contains four bytes (SAFE), no additional
transaction fee is required;

R X £ 300 AN 0.0001 A SAFE, A2 300 FATLL 300 At

- That every 300 bytes are added into the application area will increase 0.0001 X SAFEs, and
the added bytes of less than 300 shall be counted as 300.

I I HE X Ky 3000 A5, RITIARSPAE % 2 e £ 09 0.001 /> SAFE;
- The application data area can only accommodate 3,000 bytes at maximum, so the additional
transaction fee is at maximum 0.001 X SAFE;

WML 5 B AR MNIE W52 5 9 —FE, W 420 3RS

- Like normal transaction fee, the additional transaction fee can be gained by mining.
6.3 Zff
6.3 Safe Payment




AP RARIET 2T & LK IhRE, GHERIN SCRE. TRM . BN IK&E . LA
BB WG B RRE 8 S B AR S A 7
Safe Payment is SAFE platform-based transfer function, including InstantTX, coin shuffle, transfer
note, ring signature payment, stealth collection and hidden amount.
6.3.1 BB SCAF
6.3.1 InstantTX
2 3 BRI ST, Rl 3 A AR M, AR 6 ANXEERIN, A
ST E, BARIEEANT .
It just takes around three seconds to make the whole network confirm the transactions via
InstantTX in SAFE with no need to get initial confirmation of six blocks, so that the payment time
is shorten. The specific principles for this are as bellow:

(1) —ANEIN AR G KIE BN G, BFZM 3 Frf 2 7 i
(1) An InstantTX transaction is sent to the network and then reaches all clients of SAFE.

(2) W RMERNLIEE 10 DTN A, BHIREERINZESH R R 10 N5
BINE R, WA By i 4 PAE
(2) The masternode network randomly selects 10 masternodes to confirm through voting
whether the transaction is effective, if all of the 10 nodes confirm the transaction is effective, it
will be locked by the whole network;

(3) FEJE AR A2 T — XIS (] b, BT 5 8UE 58 ) AH PR I AE 5 M B 4
(3) During the period when the next block is going to be generated, all transactions in conflict
with the locked transaction will be rejected;

(4) § B BUE L 54T AR X I H) HE 24
(4) Mine pool will package the locked transaction to the block and then make it known in the
whole transaction.
6.3.2 JIM
6.3.2 Coin shuffle
TR TR BRAL SC AT RT R 261, TR B FASC AT AT 0K S8 B 0 Hp 19 T A LA A4 TR T, ax AN
AL )G G117, BT BT
Coin shuffle is the prerequisite of PrivateSend, so the coin in your wallet must carry out coin
shuffle with coins of other people before PrivateSend. The whole process is conducted at the



background, without any intervention. See the following steps:

(L) 7 SR e B A 1R T 20 i RSO 7R T4, X S5 402 0.01SAFE, 0.1SAFE, 1SAFE A1 10SAFE;
(1) First, the coins in the wallet need to be changed into standard denominations, including
0.01SAFE, 0.1SAFE, 1SAFE and 10SAFE;

() RJa, BEEES—EMEH, RO TUERARFIMG E3T5 A, REFEEASHE
PREIE, DR R — LA n] R HAE B Rk B 3279 A
(2) Then, when you want to mix a certain denomination, the wallet will send your request to the
masternode of the network, nevertheless, you’ll not be tracked, because the information sent to
the masternode is unrecognizable;

(3) AN NRIERUUEE, RUBAIA R SMHER IS, —MREHSIEITR.
T AR AR ARSI = FERE SO R T AiZs 5 SR A Rk
(3) When another two people send similar information to express their desire to shuffle the same
denomination, a Coin shuffle dialogue will start. The masternode will enter and direct the wallets
of the three persons to pay for the coin with the same denomination to their own different
addresses.

(4) NTRMBETE, BROLAZKRESTXNERE, 500 TEE A HRIE 7 SRR
HEEE R KI5
(4) To fully shuffle the capital, the wallet must repeat this operation again and again, which makes
the source of each round of Coin shuffle more difficult to be known.

(5) MR G AT, AFEARMANL T AREBATHRIKE, /RE5EECEPiR
W1, AT BRI T
(5) The coin shuffle is conducted at backstage, without any manual intervention. When you want
to do transfer, your capital is mixed without any wait.

6.3.3 W INFE K 24 7E

6.3.3 Transfer note

KRINREFI LN 2 R ThRE, 75 SESEAE 2 MM 2 A LA, I i 2 EL A5 3G 0 e K %7
WL RIES BREUGK. S8R, AL Rk RS WGRE.

For this function and the following safe payment extension function, you have to register a safe
payment application in SAFE, with application commands including transfer note, ring signature
dispatch, stealth collection, hidden amount, and ring signature dispatch + stealth collection.

K AR RTINS, PIANINES, NS SEASCRR AES AT ECC, HESiMtn T

Whether the transfer note is encrypted or not is optional, encryption algorithm supports AES and
ECC, with data structure as follows:

1 | AT T HRA T+ 2%
Version No. Used for version update
2| s Jo AES E{ ECC
Encryption algorithm None, AES or ECC
3| HEOTT AINE & 4 MR AES INEME
Secret key encrypted by public key of the receiver If it is encrypted via AES
4 | BRI s s AR N E s
Transfer note Encrypted or unencrypted data

6.3.4 M4 Kk
6.3.4 Ring signature dispatch
WL E FEBNEEAS, BER n MHA.




Ring signature consists of the following algorithms, assuming that there are n users.
SEHE R KeyGen: MINZEZHE k , AN i EEAHT P RS Z 0N FAR dis
- Secret key KeyGen is generated: enter security parameter k, produce public key Piand its
corresponded private key di for each user u;.

24 Sign: TAHE m oo on AHAAH L (PL,P2,.P0) MI—ARRAKF ds
XPHEE m AL R, HA R EANSEHRE — & M 230K

- Sign: enter information m, n X public key for user L= (P, P5,...P») and ds - a private key of a
member, the signature R is generated as per the information m, and some parameter of R is in
ring shape as per certain rule.

IGAUE Verify: #iAN(m,R) , i AESS.

- Verify whether the entered m and R and the output are legitimate or not.
WELHTEMTAES . BRYE. BERE, IR RS . PR R E A [ 1) S e
R LA AR R R G SRIRE L TTRRARRPE. AT APE . AT e A 1 5% .

Ring signature has been widely applied because of its unconditional anonymity, spontaneity and
clustering. It has also developed other special features such as connectivity, threshold, deniability
and revocable anonymity, according to different application fields.

R4 B IS 1B 2 DL o S0 FH 00 1 77 B N BB X, T 5 s B8 5, 41
A DAERAE R R A I PRIE AL 5y, RICE To TR AN B, 5 R B US 3 B A
Attached information of ring signature will be written into the application data area in the form
of SAFE application data. All nodes receiving the transaction can verify whether the transaction is
sent by one of node users. Receivers can receive the amount with no need to do anything.

N2 AR RN T HCE FIRGR A B ORI, A AT e (49 DX HBE N 1 32 3 R Le R A1), R 5 22
B — PRI TN X BB N B2

Ring signature sending breaks the connection between receivers and senders, and this is likely to
limit the Blockchain application, so further research needs to be carried out for the impact on
Blockchain application.

6.3.5 BBk

6.3.5 Stealth collection

Fa B ik B B FRALIRIP BOR, AT BLESEBRAZ 5 5 AT HBERIZOITR, Bk ATk
BT RIAE Ty, AR RYGR T ELAGE AN b YS30 1o AA7 X0 BH R B 25 B P 155 1o«
Stealth address is an important privacy protection technology, which can break the connection
between actual transaction and public address. Thus, although there are no corresponding
transactions in public address, the payee can still get coins from this address. There are two
situations for this, dual secret key and single secret key.

(1) XUE IR S 1ok
(1) Stealth address of dual secret key
R S RSN A, — DR A, 5—PMIRE R AN, 5 N S 1
M, — DR RH, — DR R MR TEERLS . THERS, HHAHA
TR 5%4, BNE M. 2 2 bkl XU gk .

Stealth address of dual secret key contains two public keys, one is called public key for browse,
the other is called public key for consumption, whilst there are two corresponding private keys,
one is called private key for browse, the other is called private key for consumption. The former is
used to check transactions and count balance, and the latter is used for transaction signature, i.e.
consumption coin. The address of DNC2 is a dual secret key address.



HA M5
It can be used in the following scenarios:

P A Ai— gl SA=(QR) , i%f& S b EFEM MR L A8 Q M R, Q=
dé , R=fG , i QR 722N APIFHEE A, df Jv QR IR AN AL 2
A, G UMk IE 22 A
- User A announces a stealth address SA = (Q,R) containing two elliptical curve public keys Q and
R, where Q equals dG and R equals fG. Q and R represent public key for browse and public key for
consumption respectively, while d and f represent the private keys for browse and private key for
consumption corresponded to Q and R. G is the base point of elliptical curve.

HF B I A A, AER—IKEAHX (Pe) , WHE T=R+sG , H T2&HKHNEK
NH, R JE A MIHEBAY, s=SHA256(eQ) . TEAZHFAMAH P.

- User B pays coins to User A, which generates a pair of one-time public keys (P,e). It is
calculated that T equals R + sG, where T is the public key of the destination address, R is User A’s
public key for consumption and s equals SHA256 (eQ). The public key P is announced during
transaction.

P A JEANES, KI P, HEATEEM HPHIEAYI T =R+sG , HrPs=
SHA256(dP) , [FIy SHA256(dP) = SHA256(eQ) -

- User A spots P when he scans each transaction, then calculates that T', the possible public key
for destination address, equals R + sG, where s equals SHA256(dP), because SHA256(dP) equals
SHA256(eQ).

WP A B IEFR A d , tHERERs M1, WMt # 7', ARgitREH
1EHH H Rk

- If User A has no correct private key for browse d, he will get wrongsand T',soT # T/,
from which the destination address cannot be calculated.

IR A AIETRNEA] d, TR f, FEH T =R+sG , HT=T", AL
THEH A REI.

-If User A has a correct private key for browse d, but no private key for consumption f, it is
calculated that T' equals R + sG and T equals T, from which the balance of User A can be
calculated.

MR A AREAHE o BEERAHE f, WiHE T =(f+s)6 , HT=T'. HEH%
M, TR I=(f+s) .

-If User A has a correct private key for browse d and a private key for consumption f, it is
calculated that T ' equals (f + s)G and T equals T', which can consume coins, |, the private key of T
equals (f +s).

(2) BEPRM A ST
(2) Single private key can be used in the following scenarios

MFP A AfikeaG il Q=dG, d AR, G AR &ML S,

- User A announces its stealth address Q = dG, where d is the private key and G is the base point
of elliptical curve.

P B A AT, AR —kEAH(Pe) » THHE T=sG , o T 2&HIKHIA
B, s=SHA256(eQ) . TEXZHAMAH P.

- User B pays coins to A, which generates a pair of one-time public keys (P,e), it is calculated
that T equals sG, where T is the public key of destination address, s equals SHA256(eQ). The
public key P is announced during transaction.



HFE A B8NS, BRI P, tHEFTREN B MHbhE A% T'=sG, H ' s = SHA256(dP)
[K°A) SHA256(dP) = SHA256(eQ)-

-User A spots P when he scans each transaction, then possibly calculates that T', the public key
for destination address, equals sG, where s equals SHA256(dP), because SHA256(dP) equals
SHA256(eQ).

WA A WHIEFRAH d , FERER s T, BT # 7' SR & HIE
() H bk

- If User A has no correct private key d, he will get wrong sand T', so Tis unequal to T', from

which the destination address cannot be calculated
WMERHFA A HFIEMBPFH o, HEH T =s6, HT=T", ItHEH AR

- If User A has a correct private key d, it can be calculated that T' equals sG and T equals T', so
that the balance of User A can be calculated.

[FIRE S, BBy bl T Blle R 1 R SG TG, A7 AT Re 849 Ao 2R X HLBE v FH A 5,
AT T e S 2 A PR AE — S VL N

Likewise, stealth address splits the connection between receivers and senders, which may
probably affect smart contract and Blockchain application. Therefore, stealth address will be
applied within a limited range.

6.3.6 <G

6.3.6 Hidden amount

R B R, A7 — TR E L 5, RN AR H IS 5% (it 145 E 1
N RITESZ Gy, 5 3 A IR AR AR VAR ORFEGRBA. 7K So bARAE — Bl Ak
NAVERAT, ABSRERUEE, ARG RABE O3 E G o — A 50 (0 7 U 1 55 T e 7 R 4
F T -

In the side-chain technology of bitcoin, there is a technology called private transaction, with a
feature that only participants (the designated persons) of transaction know the specific
transaction amount, because of a philosophy using Pederson Commitment Technology to hide
account. Commitment scenario enables you to save a segment of data as privacy, but if the
commitment is made, you cannot change the data later. A simple commitment scenario by HASH
function is shown as follows:

A= SHA256 CHALIA T | | Edk)

Commitment = SHA256 (blinding factor | | data)

W RARAL VRN & N BOER AR T H 2 EdE O e A 10 J8 11 45 72 S L4 50
BARJE R TE 7 B CE T FEEE , )T LS AT 120 7 bR BOR I IE 2 75 5 VR BART B AR VA DG
Bco BAWRH T AUFAE, 5 Nm0 AT BL R A o SRR 1) HcHs B s/ i fa 22, 00 B
DT Re i LUK

If you only tell people commitment, they cannot confirm what data you promised (make some
assumptions for properties of Hash table). However, you later uncover blinding factor and data,
people can use this hash function to verify whether the commitment is matched with the
previous one you made. Blinding factor must exist, or people may try to guess data. If your data is
fewer and simpler, there might be a great possibility to guess your data successfully.
AR AR W 5 LA B3 s b RS, (HR I — MRt 7R E AT LAREIN, 27K i S A
T HE BT R TE CEART RIES BB 5 BAD:

Pederson commitment is similar to the commitment in the above scenario, but it has additional

feature: commitments can be added together, the sum of several commitments equals



commitment of data aggregation (the aggregation of blinding factors is the total blinding fators)
C(BF1, datal) + C(BF2, data2) == C(BF1 + BF2, datal + data2)

C(BF1, datal) - C(BF1, datal) ==

Ber gl , IEERIAS e TR

In other words, addition law and commutative law are applicable to commitment.

MAZT A, BTATE#ILR A 5 ) 8 i BBy 32 i iniEdR&in, R —1%L
Iy (0 R e NN B BARA T B AL R, LA TERA AR N, 2R 5 M 4 L e il K TR A I 0 ke
WEZAE 5

We capitalize in this method to replace 8-byte sum amount in bitcoin transaction with 32-byte
Pederson commitment. If initiators of a transaction prudently select their blinding factors for
correct addition, then the network can verify this transaction by a method that aggregation of
commitments equals O,

(In1 + In2 + In3 + plaintext_input_amount*H...) -

(Outl + Out2 + Out3 + ... fees*H) ==

U EARTEZ G WM, ELRAZ ST, XA . il 5B A Eprs, H
FEAE LR b 7 E R A D A, I — e e R A R

The above equation needs transaction fee. In actual transaction, it is no problem. The principle of
hidden amount is basically as above, but the security needs to be considered in actual
applications, in addition to some measures for security check

6.4 2%

6.4 Safe Asset

LG e T 2PN T R BOT KB BEEAE L MR R — AN MR N ), [R5 2 SV 2
PIREF, B AR, T DA T E PR & A B 7 5577 . R INEORTT REFERAT
BINARAT Bk, B KPER. SURERE.

Safe asset is a typical application that is developed based on SAFE application development
protocol and integrated as the underlying technology of SAFE. You first need to make registration
for SAFE application, set up permissions, and then develop various tokens or digital assets based
on safe asset. Its technical schemes include issuance, additional issuance, transfer, destruction,
candy distribution and candy acquisition.

6.4.1 BE7RAT

6.4.1 Asset issuance

A RATECF B, RATIRM AL FE 500 4> SAFE, FH4E/D 5%, HEIAT 50 4> SAFE,
HIERRIEEZ M 3 BT . RATHE KRR RN BT H AT ENFE SAFE, B F
B R X g BEid. Fkss,

It can issue digital asset. Token issuance must consume 500 SAFEs, the figure reduces by 5% each
year until it is no less than 50 SAFEs, to avoid overissuing tokens on SAFE. The digital asset to
issue game equipment doesn’t consume any SAFE, because it just needs to check in and transfer
on Blockchain.

s EEA: B am (RIFERR, BaME—) . H&fEN. 578
BNEAL L RGAI I RGANEIEAT . &1 AT LA

Information on digital asset includes asset name (its short name, which must be different from

il

~ BICRAT B

il

~

others), asset introduction, total asset, initial issuance volume, minimum unit, whether it can be
split, issued again later, or destroyed.

RATHS, JERTLABEE R 54T SAFE FFA B 0 HER, DLASRE — MRER LL B AN I 1a], FRoy



BRI
During issuance, whether to give candies to SAFE holders can be set up, candy ratio and
expiration time can be given, it is called candy protocol.
RATZ G RAS, WF:
There are two outputs for transaction issuance, as shown below:
e —
- Output 1:
vt B EHARM SAFE
Output amount: SAFE to be consumed
B A IEWEIKAE 5 A, Baliotuhl Dy R
Output script: script for normal transfer transactions, receiving address is blackhole address
VReserve F-[X: safe
vReserve field: safe.

Fr

- Output 2:
favti e Ei: J19rZ— SAFE
Output amount: 0.01% SAFE
B IERREIKEE S A, Bl N B — AN GEFE SAFE b
Output script: script for normal transfer transactions, receiving address is one of input addresses
(address of consuming SAFE)
VReserve 7. Mk + MHEHE (B RAT)

vReserve field: application head + application data (asset issuance)

B RAT i B

Asset issued Statement

VSRR €

Application data

A5 2

Version No. Two bytes

B AR K 20 T, 1 AMCFERRES 3 AT

Asset name Maximum 20 bytes, one Chinese character may take up three bytes

ATRE B0 K 300 M, 1 ANNFARES 3 AT

Asset description Maximum 300 bytes, one Chinese character may take up three bytes

B AL K 10 T, 1 ABUFATRES 3 N

Asset unit Maximum 10 bytes, one Chinese character may take up three bytes

APRPTS Y MmN 0, RELEAZR, W —HBINKT

Total asset If it is O, it means the total amount is unlimited, and the coins can
always be issued again

HIRRAT L& B IRRATH R

Initial total issuance The volume at the first issuance

volume

N AL B/l 4 47, K 10 47, 540: 100000000, 1832 10 16 8 KT

Decimal places Minimum 4 decimal places and maximum 10 decimal places. For
instance, 100000000 means negative eighth power of 10

il WRAT 5, WM AL 0, KIE T I b 0 LB BUR IE




Whether it can be

If it is indivisible, the decimal places must be 0, and the asset must be

divided sent in the form of integer.
e B A AT TUHR IR, JEEEA R FE IR AT

Whether additional
issuance is feasible

If there is no such a sign, additional issuance is unfeasible

A DL B
Whether destruction can

AT LU, ALeARE, P EITIRE

Some assets can be destroyed, but some not. Users can set up by

be done themselves
ST RE SR Y SAFE FrE H o R R

Whether candies can be
distributed

Whether candies can be given to SAFE holders

73 BRER L
Ratio of distributing
candies

EHAEM 0.1%-10%K K4 SAFE HIFEE H -
Give 0.1%-10% of the total amount to SAFE holders

e SR L b )

Due day for candies

PAX BBt 1), 1-6 A H 208, i P isE 3 A4

H, W3 AHEWSGEARSEER, WEE.

1-6 months as per the number of blocks. If users set the time to 3
months, the candies not claimed are useless after 3 months

#HUE

Note

K 500 M, 1 ANFATRES 3 AT
Maximum 500 bytes, one Chinese character may occupy three bytes

RATHER [l — D ¥E 7 1D, B ¥rs 1D B EIRE 5 B4 HASH, T HASH {EAL
N 3 AR AR T 3R

During issuance, return a digital asset ID, which is generated by substituting the HASH value

calculated by the above asset information into the rules of generating SAFE wallet address.

- Output 3:

Witk &#: iy — SAFE
Output amount: 0.01% SAFE
WA IEREREIKAE S A, Bl b Rk

Output script: script for normal transfer transactions, receiving address is the candy address

vReserve FEBt: Nk

+N O RO

vReserve field: application head + application data (transfer)

W IS Ui B
Application data for Statement
transfer

JRAS S 2 T
Version No. 2 bytes

™ D
Digital asset ID

Jy 0, BIHRTHEro
If it is 0, that means it is current digital asset

B 0.1%-10%% &=

Amount 0.1%-10% of the amount

B X I [ PAX Bt i Bl E i 1a), o FoRAVBiE
Locking time Locking time by block, 0 means unlocked

#E

K 500 T, 1 MNTFARES 3 AT




| Note | Maximum 500 bytes, one Chinese character may occupy three bytes

6.4.2 IBIKAT

6.4.2 Additional issuance

BINEAT, BB AW RATI B4R E T BINAATIRE, 4 RGBT BINAAT
TERE | IRRATINAL S 1D FIBE ™ 1D, T OB MRATHEA ST BB E-WIRRAT
SR

Additional issuance can be done only when the digital asset is given the sign of additional
issuance during issuance; additional issuance needs to designate transaction ID and asset ID of
initial issuance, whilst the additional issuance can’t exceed: total asset — initial total issuance.
it M IR A TR AT I B A3 —, 22 Sk

Output address must be one of the input addresses during issuance, with transaction format:

fav i Ei: J39rZ— SAFE

Output amount: 0.01 SAFE

B A IEWEIRAE S A, Baliot bl ek Rk

Output script: script for normal transfer transactions, receiving address is the candy address
VReserve 7. NSk +RIFHEGE CEIKD

vReserve field: application head + application data (transfer)

U L FH K4 !

Application data for Statement

transfer

A5 2 7

Version No. 2 bytes

BBt D FHEINAATHIB ™ 1D

Digital asset ID Asset ID for additional issuance

o BINAAT IR

Additional amount Amount of additional issuance

B E I (] A Bt e s |], XHREAEXHE, 0 R A8iE
Locking time Locking time by block, absolute value of blocks, 0 means unlocked
FVE K 500 M, 1 AMNFATRE A 3 A

Note Maximum 500 bytes, one Chinese character may occupy three bytes
6.4.3 Ik

6.4.3 Transfer

FMRARTh B 7 5™, i 2 P BRI, e TR I A B R 30T, AT LABIE — B TRl 2 )5
A el . L okg T

Token for transfer or digital asset needs to be transferred via SAFE address, during which some
options are locked for a period of time, and then can be spent. Transaction format is as below:

B <A )37y — SAFE

Output amount: 0.01% SAFE

B A IR R KA 5 A

Output script: script for normal transfer transactions

vReserve TP MHSk +RIAHEHE (KO

vReserve field: application head + application data (transfer)

R L FH Kt !

Application data for Statement




transfer

AT

Version No.

2 7
2 bytes

5™ 1D
Digital asset ID

BRIEMIBE 1D

ID of asset to be sent

B RIX AR

Amount Amount of asset to be sent

B I [ PADX Heit i B e iy 18], 0 s AVEi e

Locking time Locking time by block, , 0 means unlocked

T K 500 M, 1 ANMFATRES 3 AT

Note Maximum 500 bytes, one Chinese character may occupy three bytes

6.4.4 445
6.4.4 Destruction

B8, A LEHUT BN R A AR R S R S, BTERE, AERATR

T BB - B P I A A5 8 AT A SSh, N TR B T H A A A A REAE Bt B O
B, mIRR K, HH
Destruction: some digital asset might need to be destroyed, after some points are converted or

expire, but the prerequisite for this is that the destruction sign is designated when tokens or

digital asset is issued, or it can’t be done; moreover, only owners of the digital assets can destroy

their own asset. This function is dangerous and should be used with caution.
Bl A ged it ey 247 RPC 42077 AT 845, AN IRAMETHEAE AT, H R A8 H Ok
BARE . Zot% T

At present, the digital asset can only be destroyed by command line and RPC interface, no any

operation interface for this. Additionally, only the asset in your own wallet can be destroyed.

Transaction format is as below:

B <A )37y — SAFE

Output amount: 0.01% SAFE

B A IR AS B AT, ik R bk

Output script: script for normal transfer transactions, output address is blackhole address
VReserve FF: RISk + RIAHEHE CREIK)

vReserve field: application head + application data (transfer)

W IS Ui B
Application data for Statement
transfer

A 2 T
Version No. 2 bytes

™ ID
Digital asset ID

BRIEME 1D
ID of asset to be sent

B RIAK A

Additional amount Amount of asset to be sent

B I [A] PLX St e ], 0 RoRANBE

Locking time Locking time by block, , 0 means unlocked

HIE K 500 N, 1 AMFARES 3 N

Note Maximum 500 bytes, one Chinese character may occupy three bytes




6.4.5 RIHHER

6.4.5 Candy distribution
BEP AT I U AR EONE S, 0T DA R R RIS A0S RS SR, AR A8 ORI,
WA DA 2 3% o 3% AT B3 P R AT R R, S i T -

If candies are not given during asset issuance, they can be distributed via this interface. If

additional candies need to be distributed, this interface is also accessible. It can only be called by

asset issuance address. Transaction format is as below:

fav il J39rZ— SAFE

Output amount: 0.01% SAFE

By A IR WK AZ Sy IAAS, e ik Do SR

Output script: script for normal transfer transactions, output address is the candy address
VReserve 7. Mk + RMHEHE CRIBOMER

vReserve field: application head + application data (candy distribution)

LIRS EE (/TR I
Application data | Statement
for transfer

A5 2 7
Version No. 2 bytes

5™ 1D
Digital asset ID

FORPERII B 1D

ID of asset for candy distribution

SYRBEEES | EHAER 0.1%-10%K K% SAFE MRFAH P, WRKIESEEAT E

Ratio for asset REER], WA KT

distribution Give 0.1%-10% of total amount to SAFE holders, if the total amount to be sent
fails to reach the above ratio, it is unallowable to give candies.

B A S ik (] A Bt s 1a), 1-6 MH 208, WA %E 3 AH, W3 AHEm

Expiration time

FIE RO AR, AEPR

of candies As per time by blocks, 1-6 months. If users set up for 3 months, the candies
failed to be taken within this period will be useless.

FVE K 500 M, 1 AMBUCFEATRES 3 AT

Note Maximum 500 bytes, one Chinese character may occupy three bytes

6.4.6 SHHUKER

6.4.6 Candy acquisition
5 6.4.1 Ml 6.4.5 hEQHERKUS, T2 B AT AR ST U SUBOHE R 22 2 4 Xan

After candies are distributed as per 6.4.1 and 6.4.5, customers need to take these candies

themselves. The transaction format of taking candies is as below:
fiN: RATAC S 1D HH IR 5] BIRHNERAL S 1D 5% HASH. Sk 2s % 1D 4
K HASH. XJIXEEHHE 4 AR 24, DKIOYIA SAFE Rl 24,

Enter: transaction issuance ID, output item index, HASH for list of transaction ID at blackhole

address, HASH for list of transaction ID taking address, signatures for these data; there may be

several enters, because several addresses have SAFE;

. IEHRIKAS A, B O

Output: script for normal transfer transaction, address per se.
S IR S B

Amount: asset calculated as per ratio;




SR -
Rules of taking these candies:

(1) SBGEHE: KATZ 5 EXRZATHMA 2> 1 4> SAFE HoE ik 7 fe O R,
(1) Address accessible to take candies: candies can only be taken at the addresses that own at
least one SAFE before blocks for transaction issuance generate;

(2) SHLELGI N : AEREL SAFE $iiE/H AT SAFE RAT S * T =M B a A, W5 ok
M= REAE 0.0001 A, WIATESTEL
(2) Ratio: the asset balance is less than 0.0001 SAFE according to the computation method - the
number of SAFEs in the wallet / the current total issuance volume of SAFEs * total asset amount
of candies, the candies can’t be taken.

(3) SR [a) SR 3, AN R4
(3) The candies are not available, if the time period defined is expired.

(4) FEAH BYES — B AR A I ABGE SR, AR X B QU 5y 10 5 A > B3 7 R
SRR, F R W =4 Fi s SR IR RE I, DL A PR A 4R AU 5%

(4) A local record for taking candies needs to be filed in the network, according to the record, an
overall record of taking candies by each asset is generated, to judge whether the candies can be
taken again and fast search for records of taking candies;

(5) FEARMEYES — B A HE RIS SRl s 3%, S bk U WA B, AR
SAFE. B HHE:

(5) A local record chart of taking candies by each address is needed, to record which asset and
how many SAFEs and assets are taken by each wallet address and.

7 LI A i

7. Joint Products of SAFE

T

Bankledger Middleware

22 W BRI 7 i A DX T [ R - B T SR & o B IR T %M, (22 52 MRS,
By AT RAHE— 5 0o 22 WY B8 LT A AR A A A SAS RO B 42k

Joint Products of SAFE include Blockchain middleware and digital currency payment platform.
Although they do not belong to SAFE, their combination with SAFE can further enhance the
convenience for SAFE application development and payment.

7.1 XPLEEH A

7.1 Blockchain Middleware



DX B S ) X R o [ A 7 i, g ARSIt X R+ s 1) < BT LA AN A Sl o SR fit
MV X BB SRl O I 55, 35 Bl 7 bRos 4 X B N P 7 B 24 DA R DRSS T R B
Blockchain middleware of Blockchain application provides financial institutions, enterprises and
public institutions that want to implement “Blockchain +” with professional Blockchain
infrastructure services, and offer customers components that are needed for fast building up
Blockchain application and help them fast develop applications.
7.1.1 R X
7.1.1 Significance of middleware
X PBEH AR N s iR 45 G A e IR AR & 1038 0 o K& [ A b4 Rl LA A gl
BALIEERFFU X HRBEROR, DL S5 S5 AH S & (2t N ¥ 3 o AEABATT T I 25 AN /D )@, FH
SNEVAERES NP r
Blockchain technology must be combined with application scenario to show its potential. A large
number of financial institutions, enterprises and public institutions are studying Blockchain
technology, and hope to combine it with their businesses for its implement. However, they are
now facing many problems, impeding its implementation.

(1) BB MIXHREENH], 1505 R X RN S, RN g5, %
X Pk, PRZAXIEERITREOR, e m BEAT XKHUBE N HIT R AL 55 o, BV e
W
(1) It takes long time to implement Blockchain technology. Before developing Blockchain
applications, you need to master Blockchain technology and concepts, then select application
scenarios and Blockchain, be familiar with this technology, and carry out Blockchain application
development and business reform. It is a long process.

(20 MWAA BiA R o XEFERARFIR X M AA E IR FARTR BB S SR 14
SR, e DU SR 1) N 5 75 R IR BE I SE XA, A A RO RS AR 15
(2) High talent cost. Blockchain technology and its application require talents in this industry to
have a higher level in expertise, more experience in technologies and faster change in concept.

(3) XHBE M. HArXHEE)EEH AR5 W Bitcoin, Ethereum. Fabric. Corda. Chain
&, FORJEATSANIIE , ATV B A7 78 St DX Pt N FH I 6 25155 i ade FH 1) IX He i e 15 K 2047
fE GRPE. WAL, 1845 — R0 I .
(3) It is difficult to select Blockchain. Currently, its underlying technology platforms such as
Bitcoin, Ethereum, Fabric, Corda and Chain have an uncertain prospect, enterprises and public
institutions should consider a series of problems before carrying out Blockchain applications, for
example, whether the selected Blockchain can exist for a long time and it is legalized, as well as
its copyright and its operation and maintenance.

H AT X B RERARTF & (D AR A 2 N TR (2) WM (3) AR (4)
AR Rep B (5) REARTII . IX LA E DRI ZR 1 2 1 X B B 1 & e A S B
The current underlying technology platforms for Blockchain (1) can’t totally meet the application
demands, (2) are difficult to be selected, (3) have a higher study cost, (4) are likely to be replaced,
(5) have unexpected future. These uncertain factors limit the development and practice of
Blockchain application.
BRI, AR DA B =N, AR T DXCHUBE N B, X pdle b () PR LA T A
Therefore, solving the above three difficulties become the key to Blockchain application. This is

why the Blockchain middleware is generated.

7.1.2 XHEE A )



7.1.2 Blockchain middleware

S55 P A AL, S0 2 B X BRI R R 6 5 DXCHVBE (B 1 256 1 20 o e ) ) IX B
) (X HBE R HIFR BE G — 1 APL 2100, MR PRI UIHIX REE IR E R 6, EHRHEEE
MImIEES . Wit U, SRR, BRI AAAE BRI EOAR A E M.

Combined with the concept of middleware, targeted to the multiple Blockchain underlying
technology platforms, Blockchain middleware seals several heterogeneous Blockchains, and
offers a unified API interface to Blockchain applications, thus enabling customers to switch
Blockchain underlying technology platforms randomly, without considering their programming
languages, design style, applicable scenarios, subsequent development, risks and technical
uncertainty.

Bitcoin Ethereum

HEH Mortgage

Al Membership points

b Supply chain

A 7y 4t Trading finance

XA Payment settlement

WIANNIE Announcement and notarization

4i— APl M1 Unified API interface

[X B A )44 Blockchain middleware

7 SAFE

TAEH Ministry of Industry and Information Technology of the People's Republic of
China

AT Central bank

X P () 4 DA IX P = iRk 95 75 g 47 T A0, % A aisafl JAVA JFR N 51, R SDK
TERA, HH AL KL, 7E 12 JANETAT e R X BREEN IR AU IT R, o B AR IR E EOR
KRR BEAC NS A Sl BT S X BB+ IR R BRAS . N T SCARI N SR L3R, B Bt S it
“IX LB+ I

Blockchain middleware operates in the public network in the form of cloud services, customers
along with front end and JAVA developers just use SDK development package, call API function to
complete the prototype development of Blockchain application in one to two weeks, without
need to understand underlying technologies, which greatly reduces the time cost, labor cost and
personnel requirements for implementation of the “Blockchain +” strategy by small and

medium-sized enterprises and public institutions, prompting its fast implementation.

DX B r 8] 17 X R N2 P AT DX BRI JZ AR T 6 2 18] B8 — R, W LA 7 X B




ML, B EK,

Blockchain middleware acts as a bridge connecting Blockchain application and its underlying
technology platform, also as an entrance of Blockchain application, and has a great significance.
7.1.3 ZM X HEEP RS E

7.1.3 Combination of SAFE and Blockchain middleware

22 R — A MY X RBE IR S B R &, AR T (R EAT TR DX e 2 DL B RAT 5 T B 55
7, 2P XY P R 4 SRR R B R .

SAFE as a typical underlying technology platform for Blockchain facilitates the development of
Blockchain applications and issuance of various digital assets. Combination of SAFE and
Blockchain middleware will have a great effect in this regard.

— 3T, XHRAE ()T DAE 2P B, A BT 2 R N P O A BB SR B A B L
FUE R XHURE R B AR VDO RE: 3 — 7T, ] 22 W rp 5 H — SRR BRI D RE AR F 17 AP
L, B SEAE S BRRASOAE L B RadsR, ARE =I5 TR X EEERN AT, I HAERE] SDK
s, B BRI R IMERE, o @, RFRMEH sDK xf#: APl HIH].
On one hand, Blockchain middleware can use SAFE public chain, and realize asset management,
user management and Blockchain management with the help of SAFE application development
protocol; on the other hand, it can create some special functions, API application interfaces such
as InstantTX, PrivateSend and information record, and Blockchain applications developed by the
third party, and can integrate these to SDK, thus further reducing the difficulty of developing
applications for SAFE by just connecting SDK and API without building up nodes.

X HeBE b E E mT R TR K, BN FE SAFE R IRERSS, #Behh Ak 2E, P BT
KEM o T —2eARE XM, AR X P B ) A7 R 3 B i .

Blockchain middleware is able to shield coins and deal with the interfaces and services
consuming SAFEs, enabling customers to put their attention out of coins, which suits for those
who don’t like coins but just want to develop Blockchain applications.

7.2 B msA T e

7.2 Payment Platform for Digital Currency

22 W BN IS IEFERE R — 3k OB i G BT I SO AT R B b R gt GR35, &
BRI AL

SAFE team is developing a centralized, aggregated digital currency payment and application
implementation system (similar to Alipay), aiming to:

(1) NFCF BT TR R LA e 5, B0 I R B0y B i B AR i i 5 e 1k b



G5 P TR MR S VR b s, T T R

(1) Find consuming scenarios for digital currencies besides secondary markets, and restore the
fundamental properties of digital currencies; provide real implementation scenarios for various
digital currencies, to avoid being known as “air coins”.

(2) & EIRSS: FERHEE EERERNE, FERETRE . AR KM SAFE K H Al %
FUE T BB AR SIS . K ] B AT IR RRES R R R T R T R AT
ARIEHCT B T A B K R o B 25 B0k T U H ~F & SRR D B 5 B T S48, I RV T A &
XK. FERMTEHENGSEE/EERG, 57 4% T+x 7.

(2) Provide online services: the platforms are available to various sellers and consumers, whilst
they provide the sellers with most convenient payment channels for SAFE and other digital
currencies, so that the sellers themselves can make settlement via digital currencies or legal
currencies, but they have to bear the rise and fall of digital currencies per se if they use the
former for settlement, while the platforms are in charge of the conversion of digital currencies if
the latter is selected for settlement. Moreover, the platforms provide complete
settlement/liquidation system, with payment means of T+X.

(3) &LTFIRSS: FEIROLET 117 /037 S AT ) — 4E05 /APP S5 % BN, JF
RATERMEH R RS, % T+ HTRAEHELEH K. MERBOTA AL ERS, BTk
By e e M.

(3) Provide Offline services: the platforms provide offline portals/ payment software for shopping
malls/ hardware /QR code / APP and other equipment and applications, as well as complete
settlement/liquidation system for sellers with payment means of T+X. the sellers The way of
acquiring the platform by sellers is the same as the online service, and they can select digital
currencies or legal currencies.

(4) SRS : RAAA BT MG ST soK #20, R4 =77 R H i) 807 53 i A
FEE. WISCAT. A, T8 WEREERH .

(4) Offer application services: provide SDK interface for integration payment of public digital
currencies, and payment docking of digital currencies used by the three party, such as payment,
red envelop, reward and games.

(5) fifRTT M55 N TR AL TR TOB 7 1% M S A /iE B/ 45 MR 7 R 55 -
(5) Provide solutions: offer enterprises complete TOB digital currency payment / settlement /
liquidation solutions.

(6) EMITIRSS: BV 6 58 F S AT/ B 5t P B RHE &SRB IR AAT R, BL SAFE
HUL TFIR IR e B & K8 e M. RSB B RAT T R R Gt T RAT 5 815 0 1R I8
[ 28 282 B AR B0 07 T R AR B A
(6) Offer services of listed coins: because platforms have complete payment / application
scenarios, they connect with various digital currency issuers, applicable to SAFE and extended to
various digital currencies, provide complete issuer exhibition system, increase the flow rate of
digital currencies issued by issuers / network commission expense / and overall estimated value
of digital currencies.

SHEE R, IR SAE A > N ANFHL APP ->E % T N FH VA HLF 67 (125 SRR 58 AN 5L
FLEM AP G MR & R H e SRR M ISR R, RN ATEAE SAFE 3¢
MATFERFLLE. bR .

Implementation process: the building of a complete digital currency payment platform and
application implementation platform needs to be done according to steps of payment platform ->



APP on mobile phone -> digital currency application implementation platform. Meanwhile, SAFE
can be used to pay commissions, expense for listed coins or subsidy.

B ST G2 2 AR B =1 e — A lF iR AE

Digital currency payment platforms are great way to accumulate the number of users.

8 % W % £k 1A

8 Time Schedule

LB T2 B HE R R AR s, AR R, SRATISAE B R I A

The time schedule of launching SAFE is shown as follows, if there is any adjustment, we will make
an announcement on our website.

2018.5
oy ERVAARE : =AtRils
AFETE + = BHEVIINGS ¥
o LHREM=E o+ ERBHW hE&
L] & & ® @
2018,2-4 2018.9
ERRIHFE EWMVI2MES &
MR EE +
AR BRI
2018.1 73 X AF& € iR A Fork and stable version in Jan. 2018
2018.2.4 JEJEBIHAIFF K& Design and development of underlying technology on
Feb. 4, 2018
2018.5 KA V1.1 fiAs: N A FE | The release of V1.1 version in May 2018: application
+22 G+ HE RN development platform + safe asset + candy protocol
2018.9 KA V1.2 fRAS: B ARA K | Release V1.2 version in Sept. 2018: release new
A+ Z A4 R DyRE version on safe asset + some extensions of safe
payment
2018.12 KA V1.3 fiA: B RES L) Release V1.3 version in Dec. 2018: smart contract
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9 Vision of SAFE
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SAFE has combined the advantages of DASH, integrating DNC2 and ELT, introducing Sapp
application development protocol and safe smart contract, thus generating three application
directions, that is, safe payment (InstantTX and safe payment), safe asset (asset issuance and
management, SAFE-based token issuance) and safe voting (safe voting, the former ELT). SAFE is
aimed to become the largest and safest digital currency payment and application development
platform in the world, hopes to work with the Blockchain middleware and digital currency
payment platform to greatly facilitate enterprises and public institutions to implement
“Blockchain +” strategy, thus building ten millions of users and community ecology from aspects




of token issuance, payment implementation, application development, privacy protection and
Blockchain voting.
fEEER, JAT AT,

To this end, we still have a long way to go.



